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Verified Network Switches for use with
Key Digital AV over IP Systems

Supported Models:

4K Systems:
KD-IP922ENC, KD-IP922DEC

KD-IP822ENC, KD-IP822DEC
KD-1P1022ENC, KD-IP1022DEC

1080p Systems:
KD-1P1080Tx, KD-IP1080Rx

KD-IP120Tx, KD-IP120Rx, KD-IP120POETx, KD-IP120POERX

Important Note:
Setup is different for 4K (KD-1P922, KD-IP822, KD-1P1022) and 1080p (KD-1P1080, KD-IP120) systems.
There are separate setup instructions for each where applicable.
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Supported Models:
Key Digital AV over IP product family consists of many different models. Not all models are compatible together
See Key Digital AV over IP Solutions Selection Guide for more info

Key Digital’ AV over IP Solutions Selection Guide
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System Facts
4K Systems: KD-1P822, KD-1P922, KD-1P1022 models
e Video Compression Standard: Motion JPEG 2000

e Data Stream Bandwidth: <900 Mbps
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Stream Resolution Bandwidth
4K @ 60Hz/30Hz < 850 Mbps
1080p @ 60Hz <250 Mbps
1080i / 720p @ 60Hz <125 Mbps

e Latency: =40ms @4K. Less at lower resolutions.
e PoE Power Consumption: £9 Watts per unit
e Required network cabling: CAT6 UTP/STP, CAT6A, CAT7

1080p Systems: KD-1P1080, KD-IP120 models
e Video Compression Standard: H.264

e Data Stream Bandwidth: <15 Mbps

Stream Resolution Bandwidth
1080p @ 60Hz <15 Mbps
1080i / 720p @ 60Hz <12 Mbps
480p @ 60Hz <4 Mbps

e Latency: =400ms @1080p. Less at lower resolutions.
e PoE Power Consumption: <6 Watts per unit

e Required network cabling: CAT5e UTP/STP, CAT6 UTP/STP, CAT6A, CAT7
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Network switch Requirements for Key Digital AV over IP Systems
Key Digital’s AV over IP systems utilizes multicasting technology to broadcast streams throughout the network.

Key Digital’s AV over IP systems require a network switch with IGMP (Internet Group Management Protocol) support
in order to direct traffic of the broadcasted streams, ensuring that only the desired decoders receive the stream
from the selected encoder.

If the system spans multiple network switches, it is required for the switches to be connected via 10G fiber cabling
for the purpose of stacking. It is recommended to use two of the same model of network switch in these scenarios
for best compatibility.

For 1080p systems (KD-IP1080, KDIP120 models) that plan to use the video preview feature of the Key Digital App,
IGMP v3 must be enabled. For 1080p or 4K systems that will not use the video preview feature, IGMP v2 is enabled.

KD-1P822, 922, 1022 systems require the following IP addresses to be reserved. They cannot be assigned to KD-
IP822, 922, or 1022 units: 192.168.1.1, 192.168.1.50, 192.168.1.90, 192.168.1.100, 192.168.1.150, 192.168.1.200

Feature 4K System 1080p System
(KD-1P822, KD-1P922, KD-1P1022 models) (KD-1P1080, KD-1P120 models)
IGMP v2 X X (for non-video preview systems)
IGMP v3 X (for video preview systems)
Bandwidth 1Gbps 100BaseT
8K Jumbo Frame X
PoE Optional Optional (excl KD-IP120PoE models)
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Verified Network Switches

Brand Model Port PoE 10G Fiber Approved for Approved for KD-
Number Stacking KD-1P1080/120 1P822/922/1022
Araknis AN-210-SW-R-8- 8 YES YES YES
POE
AN-210-SW-F-8- 8 YES YES YES
POE
AN-210-SW-R- 16 YES YES YES
16-POE
AN-210-SW-F- 16 YES YES YES
16-POE
AN-210-SW-R- 24 YES YES YES
24-POE
AN-210-SW-F- 24 YES YES YES
24-POE
AN-210-SW-F- 48 YES YES YES
48-POE
AN-310-SW-R-8 8 YES YES
AN-310-SW-F-8 8 YES YES
AN-310-SW-R-16 16 YES YES
AN-310-SW-F-16 16 YES YES
AN-310-SW-R-24 24 YES YES
AN-310-SW-F-24 24 YES YES
AN-310-SW-R-8- 8 YES YES YES
POE
AN-310-SW-F-8- 8 YES YES YES
POE
AN-310-SW-R- 16 YES YES YES
16-POE
AN-310-SW-F- 16 YES YES YES
16-POE
AN-310-SW-R- 24 YES YES YES
24-POE
AN-310-SW-F- 24 YES YES YES
24-POE
AN-310-SW-F- 48 YES YES YES
48-POE
41
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Brand Model Port PoE 10G Fiber Approved for Approved for KD-

Number Stacking KD-1P1080 1P822/922/1022
Cisco SF500-48 48 YES NO
SG300-28 YES YES
Catalyst 3850 YES YES YES

Series

D-Link DGS-3630-52PC 52 YES YES YES YES
DGS-3630-52TC 52 YES YES YES
DGS-3630-28PC 28 YES YES YES YES
DGS-3630-28SC 28 YES YES YES
DGS-3630-28TC 28 YES YES YES
DGS-3130-54PS 54 YES YES YES
Engenius EGS5212P 8 YES YES NO
EGS7228FP 24 YES YES NO
EGS7252FP 24 YES YES NO
EWS1200D-10T 10 YES NO
EWS1200D-28T 24 YES NO
EWS1200D-52T 48 YES NO
EWS5912FP 8 YES YES NO
EWS7928P 24 YES YES NO
EWS7928FP 24 YES YES NO
EWS7952FP 48 YES YES NO
Niveo NGSME24TH-AV 24 YES YES YES
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Brand Model Port PoE 10G Fiber Approved for Approved for KD-
Number Stacking KD-1P1080/120 1P822/922/1022
Linksys LGS552P 52 YES YES YES YES
LGS528P 28 YES YES YES YES
LGS326P 26 YES YES YES
LGS318P 18 YES YES YES
LGS326MP 26 YES YES YES
LGS326P 26 YES YES YES
LGS326 26 YES YES
LGS318P 18 YES YES YES
LGS318 18 YES YES
LGS308MP 8 YES YES YES
LGS308P 8 YES YES YES
LGS308 8 YES YES
Luxul AMS-4424p 24 YES YES YES YES
Netgear GS716T 16 YES YES
GS724T 24 YES YES
GS748T 48 YES YES
GS752TP 48 YES YES YES
GS728TP 28 YES YES YES
Pakedge S3L-24P 24 YES YES NO
SX-8EP 8 YES YES
SX-8P 8 YES YES YES
SX-24 24 YES YES
SX-24P8 24 YES YES YES
(8)
SX-24P16 24 YES YES YES
(16)
SX-24P 24 YES YES YES
(24)
Titan TNSS2400P 24 YES YES NO
Networx
6|
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IGMP Setup Guide: Araknis
1080p Systems (KD-1P1080, KD-1P120)

1. Before Araknis network switch is configured Key Digital KD-IP120/KD-IP1080 HDMI switch set must be
connected to all HDMI sources/displays/network switches, and configured using Key Digital KD-IP120 Key
Digital Management Software latest version; refer to Key Digital KD-IP120/KD-IP1080 configuration manual.

2. Power-up all the system components. Using Key Digital KD-IP120 Key Digital Management Software, switch
All Outputs -> Through at switching page.

3. IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Araknis network switch.

4. Locate a pinhole “RESET” button at the front panel left bottom corner of your Araknis network switch. Using
a paper clip press and hold a reset button for more than 10 seconds and then release. Wait while the device
is restarted and ready to use (about 5min).

5. IMPORTANT: At this point all the displays should be displaying distorted randomly flashing video images.

6. Connect your PC to the Araknis network switch directly using a network cable.

7. If you have not done yet, configure your PC’s IP address to the same range as the switch (default
192.168.20.xxx).

8. Enter the switch’s IP address (default is 192.168.20.254) in your browser and press ENTER.

9. Enter user name and password (default is “araknis” for both). Then click Log In.
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Login >
- C [3 192.168.20.254/login.htm o7

For guick access, place your bookmarks hers on the bookmarks bar. Import bookmarks now...

Qraknis

araknis |

10. Navigate to Settings -> System. Under IP Address Settings elect Static. Change an IP address to
192.168.1.251, Subnet Mask to 255.255.255.0, Default Gateway to 192.168.1.1 (in this case), and at the
bottom click Apply. If you are setting up multiple network switches it is recommended to set first one to
192.168.1.251, second to 192.168.1.252, and so on, and each switch must be set individually same way as
described below.
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b Araknis 210 24 Part PoE x % Y
€« C' [1192.168.1.251/#2

5% Apps G Google Wbk 192168.1,250fcs525d: [ TNSS-2400P THSS-2400F il 192.168,1,254(cshBafl7 =5 192.168.0.4

() ADVANCED IPvi IPv6

C) Auto Configuration ® Static DHCP IPv6 State :

IPvi Address 192.166.1.251 IPv6 Address

Subnet Mask 255.250.280.0 Default Gateway { ]
Link Local » o

Default Gateway 192.166.1.1 feB0:: db6a:91f.fe3b:7 5
Address

DNS Server 1 [EIEIEIEI

DNS Server 2 (0000

Date and Time Settings

+ Manually Set Date and Time

Time: | 15 2| 25 (24-Hour)

Automatically Get Date and Time

NTP Server:

Time Zone: [ (GMT-05:00) Eastern Time (US and Canada) ']

Enable Daylight Saving

Start oo Yoo Joo o -]
End:: (st v)(sun ][0z +): (o o]

UPRP Configuration

‘ UPnP H Enabled v]

11. Page will refresh. Configure your PC’s IP address to the same range as the switch (default 192.168.1.xxx).
Enter the switch’s IP address (default is 192.168.1.251) in your browser and press ENTER.

12. Make sure the settings remain as above.

13. Navigate to Advanced -> Multicast -> IGMP Snooping. Under Settings select Enable for Status, V3 for
Version, and Enable for Report Suppression. Under VLAN Settings / VLAN ID 1 select Enable for IGMP
Snooping Status and Enable for Fast Leave. Under Querier Settings / VLAN ID 1 select Enable for Querier
State, V3 for Querier Version and make sure all other setting are exactly as shown below. Click Apply.
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Araknis 210 24 Port PoE

<« C' [1192.168.1.251/#16 Qo =
2% oppps G Google bl 192.168.1.250fcs525ds [ TRSS-2400P THSS-Z400P il 192,168.1.254/cshBaf7 = 192.166.0.4
’ J I : 1 |." M ‘ CLOUD SERVER: No Conhection System Time: 2001-01-03 19:45:43 Systemn Uptime: 3d 00:46:07
IGMP SNO OPING
STATUS
SYSTEM Settings
PORTS
1 Status = Enahled Disahled
iy SETTINGS
SYSTEM Version I @3
0l -
ORI Report Suppression = Enabled Dizahled
POE
VLANS

LINK AGGREGATION

VLAN Settings
ACCESS MANAGEMENT

VLANID IGMP Snooping Status Fast Leave
EMAINIENANEE 1 Enabled v] |[Enabies v
PING TEST
TRACE ROUTE

FILE MANAGEMENT

Querier Settings
RESTART DEVICE

. Oper Oper
Locout Last |Last |Last |Last
Max Oper Max | Member | Member | Member | Member
PORT STATISTICS VLAN | Querier Querier Querier | Querier Oper Response | Response | Query | GQuery | Query | Query

RS D State Version Status | IP Robustness | Interval | Interval | Interval Interval Counter | Counter |Imterval |Interval

¢ IGMP SHOOPING
MLD SHOOPING

STP Group List
VLANS VLAN ID Group IP Address Member Ports
SECURITY 1 2392554243 12
RMOH
Qos
SHMP Router Settings
LACP VLAN Router Ports Auto-
LOG D Learned Dynamic Port List Static Port List Forbidden Port List
1 Enatled . ] [

CE=TD

URC Settings
URC State Member Ports VLAN
[ Disables BRIk [BIE |

14. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, than network switch is configured incorrectly.

15. Navigate to Maintenance -> Restart Device and click Restart Switch. After switch is rebooted and back to
normal log in again, check all the settings again.
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Araknis 210 24 Port PoE

<« C [1192.168.1.250/index. ?160219-1935#11 =
For quick access, place your bookmarks here on the bockmarks bar. Import bookmarks now...
C”"Oknls CLOUD SERVER: No Connection System Time: 2000-12-31 19:08:46 System m
- RESTART DEVICE
@ STATUS
SYSTEM Reboot the device
PORTS
) SETTINGS Caution: Pressing this button will cause the device to reboot.
e
PORTS estart Switc
POE
VLANS .

16. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).
17. Power down Araknis network switch and power it up back again. Wait for the whole system to start and

until you can see video on your displays.
18. Log in to your Araknis network switch again and make sure that IGMP settings are intact.
19. Rescan your components with Key Digital KD-IP120 Key Digital Management Software and make sure HDMI

video switch is functional.
20. At this point your Araknis network switch is set and ready to use.
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IGMP Setup Guide: Araknis
4K Systems (KD-1P822/922/1022)

1. Before Araknis network switch is configured Key Digital KD-IP120/KD-IP1080 HDMI switch set must be
connected to all HDMI sources/displays/network switches, and configured using Key Digital KD-IP120 Key
Digital Management Software latest version; refer to Key Digital KD-IP120/KD-IP1080 configuration manual.

2. Power-up all the system components. Using Key Digital KD-IP120 Key Digital Management Software, switch
All Outputs -> Through at switching page.

3. IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Araknis network switch.

4. Locate a pinhole “RESET” button at the front panel left bottom corner of your Araknis network switch. Using
a paper clip press and hold a reset button for more than 10 seconds and then release. Wait while the device
is restarted and ready to use (about 5min).

5. IMPORTANT: At this point all the displays should be displaying distorted randomly flashing video images.

6. Connect your PC to the Araknis network switch directly using a network cable.

7. If you have not done yet, configure your PC’s IP address to the same range as the switch (default
192.168.20.xxx).

8. Enter the switch’s IP address (default is 192.168.20.254) in your browser and press ENTER.

9. Enter user name and password (default is “araknis” for both). Then click Log In.
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Login >
- C [3 192.168.20.254/login.htm o7

For guick access, place your bookmarks hers on the bookmarks bar. Import bookmarks now...

Qraknis

araknis |

10. Navigate to Settings -> System. Under IP Address Settings elect Static. Change an IP address to
192.168.1.251, Subnet Mask to 255.255.255.0, Default Gateway to 192.168.1.1 (in this case), and at the
bottom click Apply. If you are setting up multiple network switches it is recommended to set first one to
192.168.1.251, second to 192.168.1.252, and so on, and each switch must be set individually same way as
described below.
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Araknis 210 24 Pork PoE
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Apps (5 Google

L WA

[1192.168.1.251/#2

alulns
asc

192.168.1,250{c5525d:

k) ADVANCED

Q@

[ Tnss-2400p THSS-2400F ikl 192.168.1.254/cshBal7 = 192.168.0.4
1Pvd IPvE
Auto Configuration ® Static DHCP IPv6 State [ ]
IPvd Address 192.168.1.251 IPv6 Address
Subnet Mask 26052652850 Default Gateway [ ]
Default Gateway 192.168.1.1 Ll el fa80:: dBBa 917 fa3b:751b

Address

DNS Server 1 [D.D.D.D ]
DNS Server 2 (0000 |

Date and Time Settings

+ Manually Set Date and Time

Date:[zum ]
Time: | 15 1| 25 (24-Hour)

Synchronize with PC

Automatically Get Date and Time

NTP Server:

Time ZOHB:[ {GMT-05:00) Eastern Time (US and Canada)

Enable Daylight Saving

)
I

Start: [

)
I

End :[

UPRP Configuration

‘ UPnP ‘ [ Enabled v]

Cancel

11. Page will refresh. Configure your PC’s IP address to the same range as the switch (default 192.168.1.xxx).
Enter the switch’s IP address (default is 192.168.1.251) in your browser and press ENTER.

12. Make sure the settings remain as above.

13. Navigate to Advanced -> Multicast -> IGMP Snooping. Under Settings select Enable for Status, V2 for
Version, and Enable for Report Suppression. Under VLAN Settings / VLAN ID 1 select Enable for IGMP
Snooping Status and Enable for Fast Leave. Under Querier Settings / VLAN ID 1 select Enable for Querier
State, V2 for Querier Version and make sure all other setting are exactly as shown below. Click Apply.
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Araknis 210 24 Port PoE X

= C @ 192.168.1.251 Q ¥ 0]

IGMP SNOOPING

Settings

Status ~Enabled  Disabled

Version

Report Suppression ‘Enabies  Dissbies

VLAN Settings
VLANID [ 1GNP Snocping Status [ Fast Leave |

)= 7]

Querier Settings

Gper Last
Member

Oper Max.
VLAN Max Response | Respense Last Member | Member Last Member
] Querier State | Guerier Version | Querier Status | Querier IP Interval Oper interval | Interval Interval Query Counter | Counter Guery Interval | interval
1 Enable 25 125 0 2 2

i v |2 v] [ ouee 162.168.1.251 ] [ [

» IGMP SNOOPING Group List
NOOPIK [vianio [Group IF Address. I

Router Settings
VLAN { Router Ports. Auto-
[

Leamed ‘Dyn-ﬁ:Pwtl.'n& [Qﬁu?wﬂjﬂ IFnrNﬂdemLiu ‘

== — i — |

URC Settings
URC State | Member Ports. [vian |

|
@ = ) (e 00 I il

04 AM

= i
Cma 10/16/2017 a!

14. Enter Settings -> Ports and set Jumbo Frame size to 9216 bytes, enabling the required 8K jumbo frame
support feature.

e - m] x
Arsknis 210 24 Port PoE X
< C | ® 192.168.1.251 o o .
Jumbo Frame
= [ Jerepszeaie !

WPORTS .
Basic Port Settings

Port | Name Speed | Duplex

| J [ J | ")
2o~ A== o ")
I EE | (o= il i
= | ) -
(= 1 —
G [~ = =

2 v I

. [ ==
12 [ 1 [ v |-..
= =
‘; =
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15. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, then network switch is configured incorrectly.

16. Navigate to Maintenance -> Restart Device and click Restart Switch. After switch is rebooted and back to
normal log in again, check all the settings again.

Araknis 210 24 Port PoE x

<« C' [} 192.168.1.250/index.html?160219-1935#11 =
For quick access, place your bookmarks here on the bockmarks bar. Import bookmarks now...
CI roknls CLOUD SERVER: No Connection System Time: 2000-12-31 19:08:46 System Uptime: 0d 00:09:10
@ STATUS
SYSTEM Reboot the device
PORTS
) SETTINGS Caution: Pressing this button will cause the device to reboot.
SYSTEM
sons
POE
VLANS .
17. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).
18. Power down Araknis network switch and power it up back again. Wait for the whole system to start and
until you can see video on your displays.
19. Log in to your Araknis network switch again and make sure that IGMP settings are intact.
20. Rescan your components with Key Digital KD-IP120 Key Digital Management Software and make sure HDMI
video switch is functional.
21. At this point your Araknis network switch is set and ready to use.
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IGMP Setup Guide: Cisco SF500-48, SG300
1080p Systems (KD-IP1080, KD-IP120)

Note: Compatible with KD-IP1080, KD-IP120 Enterprise AV Systems Only

1. Before Cisco network switch is configured Key Digital KD-IP120/KD-IP1080 HDMI switch set must be
connected to all HDMI sources/displays/network switches, and configured using Key Digital KD-IP120 Key
Digital Management Software latest version.

2. Power-up all the system components. Using Key Digital KD-IP120 Key Digital Management Software, switch
All Outputs -> Through at switching page.

3. IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Cisco network switch.

Locate a pinhole “RESET” button at the front panel left bottom corner of your Cisco network switch. Using a

paper clip press and hold a reset button for more than 10 seconds and then release. Wait while the device

is restarted and ready to use (about 5min).

IMPORTANT: Make sure the green “SYSTEM”LED next to the pinhole “RESET” button is flashing.

IMPORTANT: At this point all the displays should be displaying distorted randomly flashing video images.

Connect your PC to the Cisco network switch directly using a network cable.

© N o w

If you have not done yet, configure your PC’s IP address to the same range as the switch (default

192.168.1.xxx).

9. Enter the switch’s IP address in your browser and press ENTER (check the user manual for a default IP
address - it is usually 192.168.1.254).

10. Enter user name and password (check the user manual for a default user name and password; it is usually

“cisco” for both). Then click Log In.

dkls 192.168.1.254/csbsaf766d/ X Y\
€ C' | [) 192.168.1.254/csb8af766d/config/log_off_page.htm

For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now...

il Switch
cisco

e
Language:

© 2010-2013 Cisco Systems, Inc. All Rights Reserved.
Cisco, Cisco Systems, and the Cisco Systems logo are registered trademarks or trademarks of Cisco Systems, Inc. and/or its affiliates
in the United States and certain other countries.
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11. Change Password screen will appear. Enter old and then new password two times as at the picture below
and click Apply.

Al SFS00-48 48-Port 10/100 3 %
<« C' [4 192.168.1.254/csb8af766d,home.hm

5 apps 5 Google il 192.168.1.250fcs525de [ TNSS-2400P [ THSS-2400F il 192,168.1,254/cshaf

all Busin cisco  Lan i Logout  Ahout  Help

cisco. SF500-48 48-Port 10/100 Stackable Managed Switch

Change Password

Flease change your password from the default settings for hetter protection of your network

The minimum requirements are as follows:

= Cannot be the same as the user name.

= Zannot be the same as the current password.

= Minimum length is 8.

= Minimurm number of character classes is 3. Character clagses are upper case, lower case,
numeric, and special characters.

New Password Configuration

Old Password:

Mew Password:

Confirm Password:

Password Strangth Metar: Bl | Below Minimum

Fassword Strength Enforcement: ' Disable

ey

ms, Inc. All Rights Reserved.
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12. Getting Started screen will appear.

il SPE00-48 45-Part 10/10050 x %

<« C [ 192.168.1.254/csbaaf7eedhorme htm
i Apps G Google i 192.168.1,2500cs525ds [ TMSS-2400P  [f) TNSS-2400P  dils 192.168.1,254)csb@af7

P o Small Bu g—a-ﬁmm Logout  Abaut  Hel
cisco SF500-48 48-Port 10/100 Stac [ tch

Getting Started

Status and Statistics

Administration
Fort Management This page provides easy steps to configure your device

Smartport
YLAN Management S Initial Setup | Cwick Access
Spanning Tree

MAC Address Tahbles
Multicast

IP Configuration
Security Create VLAMN Create MAC-Based ACL

Change Systemn hiode and Stack Management Change Device Password

Change Management Applications and Services Upgrade Device Software

Change Device IP Address Backup Device Configuration

Access Control Configure Port Settings Create |IP-Based ACL
Quality of Service Configure QoS
HMP Cievice Status

Configure Port Mirroring

Systern Summany
Fort Statistics
RMON Statistics

Wiew Log

Other resources: |

Do not show this page on startup

@ 2010-20 ems, Inc. All Rights Re

13. Navigate to Administration -> Management Interface -> IPv4 Interface. Select “1” under Management
VLAN. Select Static for IP Address Type. Change an IP address to 192.168.1.251. If you are using multiple
network switches it is recommended to set first one to 192.168.1.251, second to 192.168.1.252, and so on.
Leave Network Mask as 255.255.255.0, set Administrative Default Gateway as User Defined and enter
your router IP address (in this case: 192.168.1.1), then click Apply.

19|Page
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14. Click OK to confirm.

[9 192.168.1.254/csb8af 7e6d kubrick fconfirmBox. htm

Zhanging the IP address may cause a loss of connection
with the device. Do you want to continue?

DIk || Cancel

15. Log in again using new password and new IP address.

L C |0 192.168.1.254/(5b8af766d/config/log_off_page.htm

For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now...

dlualne Switch
C15Co Usemame:

Passwore
[E-LLITEGEHE English v
Secure Browsing (HTTPS)

© 2010-2013 Cisco Systems, Inc. All Rights Reserved.
Cisco, Cisco Systems, and the Cisco Systems logo are registered frademarks or trademarks of Cisco Systems, Inc. and/or its affiliates
in the United States and certain other countries.
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16. Confirm all the administration page settings as at the picture below.

il SPE00-48 45-Part 10710050 x %

<« C [ 192.168.1.251/cshsaf7eedhorme htrm

P oapps 5 Google il 192.168.1.250jcs525d:  [M TMSS-2400P [ TNSS-2400F  dily 192.168.1.254jcsbaaf?

Logout  About  Help

Il
'elece’ SF500-48 48-Port 10/100 Sta

Getting Started

» Status and Statistics IPv4 Interface

Management VLAN 1
System Setlings
Cansale Setfings IP Address Type: Cynamic

* Management Interface ® Static

# |P Address: 192.168.1.251
IPvE Global Configuratior
IPG Interfaces = Mask: * MNetwaork Mask |255.255.255.0
o8 (S Prefic Length {Range: 8- 30)
IPv6 Default Router List
IPwE Tunnel
IPvE Meighbors Administrative Default Gateway: s User Defined [192.168.1.1
IPvf Routes

Systern Mode and Stack M:

User Accounts

Idle Session Timeout

Time Settings

Systern Log

File Management
Reboot ey

Diagnostics
Discovery - Bonjour
Discovery - LLDP
Discovery - COP
Fing

MNone

Cperational Default Gateway: 192 16811

Auto Configuration via DHCP:  Enabled
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17. Navigate to Multicast -> Properties. Check Enable box next to the Bridge Multicast Filtering Status box.
Make sure the other settings are exactly as shown below. Then click Apply.

il SFE00-48 45-Part 1010050 x N %

<« C' | [4192.168.1.251 /csbBaf 766d/home him

~

i apps G Google bk 192.168.1.250fcsSsds [ THSS-2900F  [f] TMNSS-2400P bl 192.168.1.254/csbEaf

Az

Small " ci
el SE500-48 48-Port 10/100 Stackable Managed Switch

Getting Startad
Status and Statistics

Properties

Administration

Bridge Multicast Filtering Status: Enable
Part Managermert

Smartport
WLAN Management VLAN D 1

Spanning Tree Forwarding Methad for IPvE: MAC Group Address
MAC Address Tales IP Group Address
Source Specific IP Group Address

Forwarding Method far Pyv4: MAC Group Address

MAC Group Address IF Group Address

IP Multicast Group Address Source Specific IP Group Address
IGMP Snooping
MLD Snosing Ay
IGMPMLD 1P Multicast Gra
Multicast Router Part
Fareard All

Unregistered Multicast

b IP Configuration
¥ Security

&% SFS00-48 48-Port 10/1005. X %

€« C [1192.168.1.251

3 acps G Google i 192.168.1 B &b 192.168.1.254]csbBaf7

Small Business
il

cisco SF500-48 48-Port 10/100 Stackable Managed Switch
Getting Started

» Status and Statistics

» Administration

IGMP Snooping
IGMP Snooping Status: #! Enable

|yl | cancel |
» Spanning Tree IGMP Snooping Table

» MAC Address Tables Entry No.  VLAN ID IGMP Snooping Router MRouter Ports Query Query Query Max Response LastMember LastMember Query Immediate IGMP Querier IGMP Querier Querier
Operational Status | IGMP Version =~ AutoLeam  Robustness  Interval (sec) Inferval (sec) ~ Quary Counter Inferval (mSec)  Leave Status  Version IP Address

Properties 1 Disabled v3 Enabled 2 125 10 2 1000  Disabled Disabled  v2
MAC Group Address e

IP Multicast Group Address

IGMP/MLD IP Multicast Gro
Multicast Router Port

[

© 2010-2013 Clsco Systems, Inc. All Rights Reserved.
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19. Click on a radio button on the left and then click Edit. New window will appear.

&% SFS00-48 48-Port 10/1005. X %

€« C [} 192.168.1.251

i apps G Google il 192.168.1

@k 192.168.1.254csbBaf 7
Small Business
il

cisco SF500-48 48-Port 10/100 Stackable Managed Switch

Getting Started

IGMP Snooping

P Success. To permanently save the configuration, go to the CopySave Configuration page or click the Save (con
» Smartport
-7VLA}~IMan;nemenli IGMP Snooping Status: « Enable
» Spanning Tree ~
» MAC Address Tables |pply | Cancel

IGMP Snooping Table
Properties

I P Ri P R P IGMP { i
MAC Group Address EntryNo.  VLANID IGMP Snooping outer MRouter Ports Query Query QueryMaxResponse  LastMember LastMemberQuery Immediate IGMP Querier IGMP Querier Querier

IP Mutticast Group Address Operational Status  IGMP Version Auto Leam Robustness  Interval (sec) Interval (sec) Query Counter Interval (mSec) Leave Status Version IP Address

MLD Snooping
IGMP/MLD IP Multicast Gro
Multicast Router Port

P o

| Edt. |

»

©2010-2013 Clsco Systems, Inc. All Rights Reserved.

20. Click on a radio button on the left and then click Edit. New window will appear. Select “1” for VLAN ID.
Check Enable box under IGMP Snooping Status. Check Enable box under Immediate Leave. Check Enable
box under IGMP Querier Status. Select User Defined next to Administrative Querier Source IP Address:

and select 192.168.1.1. For IGMP Querier Version: select IGMPV3. Then click Apply and Close. Make sure
all the setting are exactly as shown at the picture below.

&% SFS00-48 48-Port 10/1005. X Y}
€« (o) 192.168.1.251 /csbBaf766d

it 192.168.1

@k 192,168.1,254/csbBaf 7
| bl Small Business
aftenfn .
cisco SF500-48 48-Port 10/100 Stackable Managed Switch
Getting Started
» Status and Statistics IGMP snooPlng
» Administration Ty . S
PR Success. To permanently save the configuration, go to the CopySave Configuration page or click the Save icon
» Smartport
» VLAN Management IGMP Snooping Status: I Enable
» Spanning Tree

» MAC Address Tables [stpplyd | Cancel |
i —— IGMP Snooping Table

Pi
Mfgz:’::pmumss EntryNo. VLANID = IGMP Snooping  Router MRouter Ports Query Query QueryMaxResponse  LastMember LastMemberQuery Immediate IGMP Querier IGMP Querier Querier

1P Multicast Group Addrese Operational Status = IGMP Version Auto Leam Robustness  Interval (sec) Interval (sec)  Query Counter Interval (mSec) Leave Status Version IP Address

[IGMP Snooping | il 1 Enabled v3 Enabled 2 125 10 2 1000  Enabled Enabled v3
MLD Snooping r

IGMP/MLD IP Multicast Gro
Multicast Router Port

P a1

»

©2010-2013 Cisco Systems, Inc. All Rights Reserved

21. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, than network switch is configured incorrectly.
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22. On the top of the page click on flashing “x Save”. For Source File Name: select Running configuration. For
Destination File Name: select Startup configuration. Check the selections and make sure they are exactly
as shown below. Click Apply.

ikl SFSO0-46 48-Port 10/1005E > W

<« C' [ 192.168.1.251/cshaf 7a6d/home him

=0 oapps G Google Ak 192.168.1.250fcs525d= [ TNSS-2400P [ TNSS-2400P il 192.168.1,254/cshaal?

Small Busin Logout  About  Help
N1

35 4 -~
cisco SF500-48 48-Port 10/100 Stackable Managed Switch

Getting Started
» Status and Statistics

Copy/Save Configuration

All configurations that the switch is currently using are in the ranning configuration file which is volatile and is not retained between rehoots.
To retain the configuration between reboots, rmake sure you copy the running configuration file to the startup configuration file after you have
completed all your changes.

Systern Settings

Console Settings
Management Interface
Systern Mode and Stack M:
User Accounts

Idle Session Timeout
Time Settings

Systern Log Destination File Mame: Running configuration
File Management * Startup configuration
Backup configuration

Source File Name: ® Running configuration
Startup configuration
Backup configuration
Mirrar configuration

UpgradeiBackup Firrmaa
Active Image

DownloadiBackup Caonfic
Configuration Files Prope
Available sensitive data options are deterrnined by the current user's S50 rules

DHCP Auto Configuratior Save lcon Blinking: Enabled
Reboot

» Diagnostics

Cancel ] [ Disahle Save lcon Blinking

1] 192.168.1.251 /csb8af 766d kubrick fconfirmBox .html

FPlease note: navigation to other screens while copy
operation is in progress will abart the process.

] ] [ cancel
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24. Click Done.

2kl SFSO0-4G 45-Port 10/10030 > WY

« C' [§192.168.1.251/ceh3af7e6dhome hitm

i apps G Google bl 192.168.1.250{cs525d= [ THSS-2400P  [7] TNSS-Z400P bl 192.1685.1.254/csbBaf?

nlll-llln Small B

5 -
cisco SF500-48 48-Port 10/100 Stackable Managed Switch

Getting Started

» Status and Statistics

Copy/Save Configuration

Systern Settings
Console Seftings

Status: Copy finished

i

Management Interface

Svstern Mode and Stack M:

User Accounts

Idle Session Timeout

Tirne Setlings

Systern Log

File Management
UparadeiBackup Firrmaa
Active Image
Download/Backup Confic
Configuration Files Prope

DHCP Auto Configuratior
Reboot
» Diagnostics

@ 2010-201 5, Inc. All Rights Reserved.

25. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).

26. Power down Cisco network switch and power it up back again. Wait for the whole system to start and until
you can see video on your displays.

27. Log in to your Cisco network switch again and make sure that IGMP settings are intact:

* N
= C 192.168.1.251/cshb&a
3% apps G Google bk 192.168.1 2 192.168.1.254/csbBaf

l|l 'Il Small Business - cisco  Language: English [l Logout About  Help
arangn .

cisco SF500-48 48-Port 10/100 Stackable Managed Switch

Getting Started
» Status and Statistics
» Administration
» Port Management
> smapot N (03101
» VLAN Management - ﬂl
3 Spanmnnﬁee IGMP Snooping Table
» MAC Address Tables EntryNo.  VLANID IGMP Snooping Router MRouter Ports Query Query Query Max Response LastMember LastMember Query Immediate IGMP Querier IGMP Querier Querier
Operational Status  IGMP Version = Auto Learn | Robustness | Interval (sec) Interval (sec)  Query Counter Interval (mSec) Leave Status Version IP Addres
Properties 1 1 Enabled v3 Enabled 2 125 10 2 1000  Enabled Enabled v3
MAC Group Address

IP Multicast Group Address
1O ng !
&I

IGMP Snooping

IGMP Snooping Status: ¢ Enable

d} -

©2010-2013 Cisco Systems, Inc. All Rights Reserved.

28. Rescan your components with Key Digital KD-IP120 Key Digital Management Software and make sure HDMI
video switch is functional.
29. At this point your Linksys network switch is set and ready to use.
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IGMP Setup Guide: Cisco C3850 Series
4K Systems (KD-1P822/922/1022)

Cisco Catalyst 3850 series

This guide describes how to use Express Setup to initially configure your Catalyst 3850 switch. We have modified

original Express Setup guide from Cisco to help out you install it easily. For more installation and configuration
information, see the Catalyst 3850 documentation on Cisco.com.

Running Express Setup & Configuration Setup for KD-1P822, KD-1P922, KD-1P1022

Use Express Setup to enter the initial IP information. This action enables the switch to connect to local routers and

the Internet. You can access the switch through the IP address for further configuration.
Note : Even you already finish Express Setup on your switch, please check every step one by one.

Step1 |Make sure that nothing is connected to
the switch.
Step 2 |During Express Setup, the switch acts as 2%
a DHCP server. If your PC or laptop hasa | gocral | e Barigyten)
static IP address, temporarily change
: “fou can get [P sethings aszigned automatically if your network supports
your PCor IaptOp settings to DHCP. thiz capahility. Othenwize, pow need to azk your network. administratar for
the appropriate P zettings.
Note. Do not connect LAN cable from = . .
your PC or laptop to Cisco’s switch until I 1:_ Obtain an P a_dd'm automaticaly |
Step 7. Uze the following |P address:
|F address: |
Subnet mask: I
efault aateway: I
I &' Obtain DNS server address automaticallyl
|—f" Uze the following DMS zerver addreszes: |
Step 3 |Install the power supply modules. See the “Power Supply Installation” chapter in the Catalyst 3850
Switch Hardware Installation Guide for instructions.
http://www.cisco.com/go/cat3850 hw

Back to top
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Step 4

Power the switch.

AC power switches: Plug the AC power
cord into the switch power supply and
into a grounded AC outlet.

DC power switches: See the wiring
instructions in Step3

Step 5

Observe the POST results. Approximately 30 seconds after the switch powers on, it begins the power-on
self-test (POST), which can take up to 5 minutes to complete.

During POST, the SYSTEM LED blinks green. When POST is complete, the SYSTEM LED turns solid green.
The ACTV LED is green if the switch is acting as the active switch.

Note Before going to the next step, wait until POST is complete.

Troubleshooting:

If the SYST LED does not turn solid green, or turns amber, the switch failed the POST. Contact your Cisco
representative or reseller.

Step 6

Press and hold the Mode button until all
the LEDs next to the Mode button turn
green.

You might need to hold the button for
more than 3 seconds.

The switch is now in Express Setup
mode.

Troubleshooting:

If the LEDs next to the Mode button blink when you press the button, release it. Blinking LEDs mean that
the switch is already configured and cannot go into Express Setup mode. For more information, see the
“Resetting the Switch” section.

Step 7

Connect a Category 5e/6 Ethernet cable
to first port on the front panel of Cisco
Switch.

Connect the other end of the cable to
the Ethernet port on your PC or laptop.
Wait until the port LEDs on the switch
and your PC or laptop or laptop are
green or blinking green. Green LEDs
indicate a successful connection.
Troubleshooting:

If the port LEDs do not turn green after
about 30 seconds, make sure that: You
are using an undamaged Category 5 or 6
Ethernet cable

(Do not connect console ports)
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Step 8 |Run command shell on your PC or laptop and enter “ipconfig” on the command line

You will get Windows IP configuration and find IP address of Default Gateway.

Note. According to Express Setup from Cisco, it said “10.0.01” is default IP address.

But it’s not correct for all Cisco Catalyst 3850 series. It looks default IP address will be varied depend on
Cisco Switches.

S WINDOWS' system32 cmd.exe

C:xDocuments and Settings“MoH-USER>
C:sDocuments and Settings“M6B-USER>ipconfig

Windows IP Configuration

Ethernet adapter UMware Hetwork Adapter UMnet8:

Connection—specific DNS Suffix

IPF Address. . . . . . . 192 168 .1868.1
Subnet Mask . . . . . 2552552558
Default Gateway . . . .

Ethernet adapter UMware Hetwork Adapter UMneti:

Connection—specific DNS Suffix
IP Addres=s. . . . . . .

Subnet Mask . . . . .

Default Gateway . . . .

192.168.119.1
255.2505.255.08

Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix
IP Addres=. . . . . . . . . -
Cahnet Maclk

Defauwlt Gateway . . . . . . .

18.8.2_2
OCL 9CL 900 [

18.8.2.1

C:xDocuments and Settings~M&B-USER:>
C:xDocuments and Settings~M&B-USER:>
C=~Documents and Settingsz“M&B-USER>
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fflnternet Explorer cannot display the webpage - Windows Internet Ex|

I_E http:ff10.0.2.1f

File Edit Yiew Favorites Tools  Help -

Step 9 |Start a browser session on the PC or laptop,
and enter the IP address of your Default
Gateway.

¢ Favarites | 95 B Suggested Sites * @& | Free Hotmail & | Web Slice Gals

our IP address. 2.x]
=
=

Note: As | mentioned on Step8, your IP
address of Default Gateway may differ with | (Connecting...

When a pop-up dialog window “Connect to WA
10.0.2.1” appear, U
skip the User name and
‘s ” The server 10.0.2.1 at level_15_access requires a username
enter the default password, “cisco and passward,

Warning: This server is regquesting that your username and

Troubleshooting. password be sent in an insecure manner (basic authentication
' . without & secure conneckion),

If the Express Setup window does not

appear, make sure that any browser pop-up 3P ettt f: |
blockers or proxy settings are disabled and Password: [eeses
that any wireless client is disabled on your
PC or laptop.

[ Remember my passwaord

04 I Zancel

Step 10 |Click “Continue” button on Startup Report page.

{é 10.0.2.1 : Cisco Device Manager - Express Setup | |

@ JavaScript JavaScript has been enabled.

The device manager will not run with this Internet browser.
Internet Browser . . . . . - Continue
Click here for more information. Click continue to launch with the unsupported browser:

. The operating system is supported.
@ Operating System

. Mote: The device manager is being accessed in read-write mode.
Read Write Access

Copyright (c) 2004-2014 by Cisco Systems, Inc.

Step Select the Basic Settings on the Express Setup window and change the network settings as you like, then
11 go Step1l2.
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Note. Please do not click “Submit” button in this step.

&1,
Catalyst 3850 Series Express Setup

.11 Cisco Device Manager - Express Setup

Q¥ refresh 22 print ?HE\D

Basic Settings | Advanced Settings

Network Settings

Management Interface (VLAM ID] I'\
IP Address: ITQZ L ITEE L IT L |251 Subnet Mask: 25525652560 |+
Default Gateway: |192 s ITEE s IT s IT
Switch Password: quu Confirm Switch Password: sssne
Optional Settings
Host Name: Switch
System Date (DO/MMM/YYYY): 1= /|Oct hd /iZEI'I? - System Time (HH:MM}: I'\E 'I; 29 =| |PM =
Time Zone: I[GMT - 05:00) Eastern Time (US & canada) j
Daylight Saving Time: ¥ Enable

Step 12

Select the Advanced Settings tab on the Express Setup window

e Inthe Telnet Access field, click Enable to use Telnet to manage the switch by using the
command-line interface (CLI). If you enable Telnet access, you must enter a Telnet password.

e Inthe Telnet Password field, enter a password. The Telnet password can be from 1 to 25
alphanumeric characters, is case sensitive, allows embedded spaces, but does not allow spaces
at the beginning or end. In the Confirm Telnet Password field, reenter the Telnet password.

And click Submit to save your changes and to complete the initial setup.

Basic Settings | Advanced Settings

Telnet Access: % Enable 1" Disable

Telnet Password: Iooooo Confirm Telnet Password: Ioooo|

SNMP: " Enable { Disable

SMNMP Read Community: I SNMP Write Community: I
System Contact: I System Location: I

Submit |I Cancel |
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Step 13 | After you click Submit : [ Internet Protocol Version 4 (TCP/IPvA) Properties B |
e The switch is configured and exits
Express Setup mode. You can get IP settings assigned automatically if your network supports
e The browser displays a warning message girsgj?:ggirtg&%‘g;\f:{ﬁgﬁIneed‘Dﬂsk your network administrator
and tries to connect with the earlier
switch IP address. Typically, connectivity
between the PC or laptop and the switch

General

Obtain an IP address automatically
—
@) Use the following IP address:

. . . IP address: 192 .168 . 1 . 10
is lost be'ca'use the configured switch IP S s 25 25 o
address is in a different subnet from the ,

Default gateway:

IP address on the PC or laptop.

Ohtain ONS server address automatically
UD1ain DINS server adaress automaocally

@) Use the following DNS server addresses:

Now, change IP address of your PC or laptop to

. . . Preferred DNS server:
static IP address in same subnet of the Switch.

Alternate DNS server:

Validate settings upon exit | [Er— |

[ 0K ]l Cancel |

b v

Step 14 |To configuring Multicast IGMP Snooping and Jumbo Frame setting at the switch for KD-IP922 devices,
you have to connect to the Switch via Telnet.

Note. To access Telnet, you can use PUTTY or Tera Term software.
We recommend to use Tera Term software and you can download it as below link.
https://osdn.net/projects/ttssh2/downloads/68252/teraterm-4.96.exe/

Run Tera Term software, and press Alt + N keys to open new connection.
14-1. Select “TCP/IP” on Tera Term:New Connection Window.

14-2. Type the IP address of the Switch at the field of Host: Ex) 192.168.1.251
14-3. Type 23 at the field of TCP Port# and select “Telnet”.

14-4. Then click OK button.
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Tera Term: New connection

& TCR{IP FhTAI192.168.1.251
TCP port#: (23 Protocol: |UNSPEC ~

v Telnet

=

Help |

Step 15 |When you connect to the switch via Telnet successfully, you have to log in to Telnet server of the switch.
15-1. Enter your Telnet password you assigned at Step12 if prompted.

15-2. Enter “enable” on Switch> prompt to enable privileged EXEC mode

15-3. Enter your Telnet password once again.

Then ‘Switch>’ prompt will turn into ‘Switch# prompt as below.

!., 192.168.1.251:23 - Tera Term ¥T =10 ﬂ

File Edit Setup Control ‘Window Help

User Access Uerification

Password:

Switch>

Switch>enahle

Password:

Switchit

Step 16 |To Enable Jumbo Frame for IP922.

Note: IP922 requires Jumbo Frame(8K) for video/audio transmission via 1G-BaseT with the Switch.
16-1. Enter “configure terminal” on Switch# prompt
16-2. Enter “system mtu 9000” on Switch(config)# prompt

16-3. Enter “end” on Switch(config)# prompt

16-4. Enter “copy running-config startup-config” on Switch# prompt

16-5. Press Enter key on the question of “Destination filename [startup-config]?”

32
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! 192.168.1.251:23 - Tera Term ¥T _|EI|5|
: File Edit Setup Control Window Help

Switchlt

Switchifconfigure terminal

Enter configuration commands, one per line. End with CNILA/Z.
Switch{config>Hsystem mtu 960006

Global Ethernet MIU is set to 7888 hytes.

Mote: this iz the Ethernet payload size, not the total
Ethernet frame size, which includes the Ethernet

header-trailer and possibly other tags, such as ISL or

BA2.1q tags.

Switch{config>ftend

Switchifcopy running—config startup—config
Destination filename [startup—configl?
Building configuration...

Compressed configuration from 3614 hytes to 1628 bytes[0K]

Step 17 |To confirm Jumbo Frame setting on the switch.

17-1. Enter “show interfaces vlan 1” on Switch# prompt
You can check MTU 9000 bytes in the status of Vlanl interface
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!. 192.168.1.251:23 - Tera Term ¥T

File Edit Setup Conkrol ‘Window Help
Switchifshow interfaces vlan 1
Ulanl is up. line protocol is up
Hardware is Ethernet SVUI, address is B8a3.d1%b.2347 <(bhia 88a3.d1%b.2347>
Internet address is 192.168.1.251.-24
MTU 7888 hytes, BW 18808AA Kbit./sec. DLY 18 usec.
reliability 255255, txload 1255, rxload 118255
Encapsulation ARPA. loopback not set
Keepalive not supported

ARF type: ARPA. ARP Timeout B4:0808:00

Last dinput @A:8@:88,. output never, output hang never

Last clearing of "show interface' counters never

Input gueuwe: B/75/.8-8 (sizermax drops-flushes?; Total output drops: @
Queueing strategy: fifo

Output queuwe: B-/48 (sizesmax)

5 minute input rate 466196008 hits-/sec. 18971 packets.sec

=10l

Step
18

To Enable Multicast IGMP Snooping for 1P922.
Note: IP922 requires Multicast IGMP Snooping for matrix switch configuration.

18-1. Enter “configure terminal” on Switch# prompt

18-2. Enter “ip igmp snooping” on Switch(config)# prompt

18-3. Enter “ip igmp snooping vlan 1” on Switch(config)# prompt

18-4. Enter “ip igmp filter” on Switch(config)# prompt

18-5. Enter “ip igmp snooping tcn query solicit” on Switch(config)# prompt

18-6. Enter “ip igmp snooping querier” on Switch(config)# prompt

18-7. Enter “ip igmp snooping querier version 2” on Switch(config)# prompt

18-8. Enter “ip igmp snooping vlan 1 immediate-leave” on Switch(config)# prompt
18-9. Enter “end” on Switch(config)# prompt

18-10. Enter “copy running-config startup-config” on Switch# prompt

18-11. Press Enter key on the question of “Destination filename [startup-config]?”
Now, we are all set.

Back to top
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!. 192.168.1.251:23 - Tera Term ¥T
File Edit Setup Conkrol ‘Window Help

Switchiiconf igure terminal

Enter configuration commands, one per line. End with CNIL-/Z.
Switch{config>#

Switch{config>H#ip igmp snooping

Switch{config>H#ip igmp snooping

Switch{config)X#ip igmp filter

Switch{config>#fip igmp snooping tcn gquery solicit
Switch{configX#ip igmp snooping guerier

Switch{configX#ip igmp snooping guerier version 2
Switch{configX#ip igmp snooping vlan 1 immediate—leave

SwitchCconf ig>#

Switch{conf ig>H#end

Switchl

Switch#fcopy running—config startup—config

Destination filename [startup—configl?

Building configuration...

Compressed configuration from 3737 bytes to 1687 hytes[0K]
Switchi

Switchi

=10l x|

Step
19

To confirm multicast IGMP Snooping setting on the switch.

19-1. Enter “show ip igmp snooping detail” on Switch# prompt
You can check global IGMP Snooping configuration on the switch.

Back to top
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!. 192.168.1.251:23 - Tera Term ¥T | ﬂ

: File Edit Setup Control ‘Window Help
Switchit

Switchiftshow ip igmp snooping detail

Global IGHMP Snooping configuration:

IGHMF snooping Enabled

IGMPv3 snooping <{minimal> Enabled

Report suppression Enabled
TCN solicit query Enabled
TCH flood guery count 2
Robustness wvariable 2
Last membher gquery count 2

Last membher guery interval

IGHF snooping Enahbhled
IGMPv2 immediate leave Enahled
Multicast router learning mode pim—dumrp
CGMP interoperabhility mode IGHMP_ONLY
Robustness wvariable

Last membher gquery count

Last membher guery interval

36 |
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D-Link DGS-3630 Series
Network Setup Guide

Login to the switch:

1. Plug an Ethernet cable into any of the ports of the switch

2. Plug the other end into the Ethernet port of your computer

3. Power on the switch

4. Check to see that the IP address of the computer is within this network
Subnet: 10.90.90.xxx (“xxx” ranges 1~254). For example, 10.90.90.10

=

Internet Protocel Version 4 (TCP/IPvE) Properties

General

for the appropriate IP settings.

@) Use the following IP address:

IP address:
Subnet mask:

Default gateway:

Obtain DMS server address a

Preferred DNS server:

Alternate DMS server;

Validate settings upon exit

Obtain an IF address automatically

You can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator

@ Use the following DMNS server addresses:

0 .90 ., 90 . 10
255,255 . 0 , 0
0o .90 .90 , 1
192 . 168 . 0 . 23
| Advanced... |
QK ] | Cancel

Back to top
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5. Open the Web browser and enter 10.90.90.90 (default IP address of D-Link DGS-3630-52PC). The login window
appears as below.

‘ & C @ Notsecure | 10.90.90.90/www/login.htm * O

Connect f0 10.90.90.90 _
(= —:5)

A4

User Name ‘ ]

Password ‘ ]

Login Reset

6. Leave the user name and password fields empty. They are NOT required. Click “Login” to login to the switch
configuration window.

Enable Jumbo Frame:

7. Find System -> Port Configuration -> Jumbo Frame in the menu on left side of the window. (IP922 requires Jumbo
Frame(8K) for video/audio transmission via 1G-BaseT).

[y DGS-3630-52PC x |+ . .

&«

C @ Notsecure | 10.90.90.90/www/main.htmI?RpWebID=6p71GIF5TAVsIRP... T O

Building Networks for People

"‘ Logged in as: Administrator, ...

W 0G5-3630-52PC Jumbo Frame
= System
Mayi ive F iz
= System Information Se ETOET To Eort Maximum Receive Frame Size

= ] 4-12288)
Peripheral Settings

= [ Port Configurstion | eth1/0M1 || eth1/0M1 ||153'?- |D'y'-.58 Apply

= Port Setftings

= Fort Status “ Maximum Receive Frame Size (bytes)

= Port GEIC atn1/0/ 12283

ethi/0/2 12288

eth/0/3 12288

ethi/0/4 12288

1 (ebID=6p7 1GOFSTAVSIRPIRSZL 12288

38|Page
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8. Select the last 52 port “eth 1/0/52” in the menu on To Port, then enter “12288” in Maximum Frame Size on the

right side of the Jumbo Frame window as below. And then click “Apply” button.

| | AMBPQg
W DG5-3630-52PC Jumbo Frame
-] @ System
= I, _ . Maximum Receive Frame Size
System Information Se From Paort To Port (64-12288)
=| Peripheral Settings .
-1- @ Port Configuration | eth1/011 ” eth1/0113 v 12233 |'3".'-"-eS Apply
= Port Seffings eth1/0/33 «
= Port Status m e:ﬂ 1 :g:g‘f Maximum Receive Frame Size (bytes)
=, eth 1/0/ 35
=l Pont GBIC eth1/0 oth1/0/36 12288
Port Auto Megotiati h1/0/37
> o Disable Seff ethi/my sth1/ls 12288
rror Disable Settin eth1/0/38
ethii0l 11039 12288
=] Interface Description eth1/0/ eth1/0/40 12288
= Loopback Test eth1/0/41
eth1/04 12288
+ [ PoE eth1/0/42
% @ System Log eth il o1n1/0/43 12288
+ @@ Time and SNTP eth1/0/ sth1/0/44 12288
— In' In' 5
Time Range eth1/0/ E:m ,g,jﬁ 12288
+|- (@ PTP (Precize Time Pro ethl/
= ) eth1/04 =th1/0/47 12288
USE Console Settings
fhi/gi eth1/0/48 12288
- @ SRM =
eth1/0/49
+- @ Managsment eth1/0/] eth1/0/50 12288
+- g L2 Features sthi/ol eth1/0/ 12288
+ L3 Features
el - et 1/ A ~ | 12288

[\ DGS-3630-52PC

& C ® Notsecure | 10.90.90.90/www/main.htmI?RpWebl

10.90.90.20 says

D-Li

Success,
Building Networks
E|oave -

™ 0G5-3630-52PC
—I- @ System
] System Information Se
= Peripheral Settings
- Port Configuration

39|Page
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9. After applying, you should see Maximum Receive Frame Size 12288 for all ports as below.

Mbao dlT

Jumbo Frame

From Port To Port IMaximum Receive Frame Size (64-12288)

I
eth1/0M1 12238
eth1/0/2 12228
eth1/0/3 12238
eth1/0/4 12283
eth1/0/5 12238
eth1/0/6 12228
eth /07 12238
eth1/0/3 122388

Enable IGMP Snooping:

10. Find L2 Features -> L2 Multicast Control -> IGMP Snooping -> IGMP Snooping Settings in the menu on left side
of the window. (KD-1P922 requires IGMP Snooping for multicasting video/audio transmission via 1G-BaseT). Check
the Global State Enabled box of Global Settings in IGMP Snooping Settings window as below. Click “Apply” button
on the right side of IGMP Snooping Settings window.

Global Settings

Global State # Enabled Disabled Apply

VLAN Status Settings

VID '—i':ﬂ—'\l Enabled (®Disabled Apply
IGMP Snooping Table

VID (1-4084) Find Show Al

Total Entries: 1

default Enabled Show Detail Edit

[11 (1] Go

11. To add VLAN of the IGMP Snooping at the switch, enter “1” in VID of VLAN Status Settings. (VLAN must be added
in IGMP Snooping). Then select “Enabled” and click “Apply” button.

Global Settings

Global State #Enabled (_)Disabled Apply

VLAN Status Settings

VID (1-4094) [1 #Enabled | () Disabled

IGMP Snooping Table

VID (1-4094) | Find Show All

40| Page
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12. Click “Edit” button in IGMP Snooping Settings window.

Global Settings

Global State = Enabled Disabled Apply

VLAN Status Settings

VID (1-4084) |:| Enabled (@ Disabled Apoly
IGMP Snooping Table
viDpos ] Find Show All

Total Entries: 1

S~ DS R D~
1 defaul Enabled Show Detail
1n [ 1| [ [ee

13. In the IGMP Snooping VLAN Settings window, select below options as depicted below in red and then click
“Apply” button:

- Minimum Version: 2

- Fast Leave: Enabled

- Report Suppression: Enabled

- Querier State: Enabled

- Query Version: 2

- Ignore Topology Change: Enabled

IGMP Snooping VLAN Settings

WID (1-4004)
Status Enabled « Disabled

|

Minimum Version

|

Fast Leave # Enabled _Disabled
Report Suppression = Enabled ( Disabled

Suppression Time (1-300) 10
Querier State = Enabled | Disabled

CQuery Version

(%)

v

Query Interval (1-31744) 125 sec
IMax Response Time (1-25) Sec
Robustness Value (1-T)

Last Member Query Interval (1-25) sec

%) n
I I

Enabled (@ Disabled

[FiE REETE Source Address

Rate Limit (1-1000)

|

#| Mo Limit

lgnore Topalogy Change ) Enabledl Disabled

T

41| Page
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Network IP Settings:

14. Find L3 Features -> Interface -> IPv4 Interface. Select “Edit” button.

This D-Link switch series can be set to IP address range 10.x.x.x. ONLY.

If you use a single network switch, you may not need to change network IP settings. But if you are stacking network
switches (connecting multiple network switches through D-Link 10G fiber cables), it is recommended to set first on
t0 10.90.90.91, second to 10.90.90.92, and so on.

Set Get IP From “Static”, set Subnet Mask to 255.0.0.0 and click Apply.

If you change an IP address, the page will be refreshed and you will need to log in again using new IP address, same
user name and password. If you did not change IP address just continue to the next step. Make sure your screen

looks exactly like pictured below.

IPv4 Interface

wD
-
=7 Interface VLAN (1-4094) Apply Find
4 -
= - Total Entries: 1
‘ P s " comay s
vian1 Enabled 10.90.90.90/255.0.0.0 Manual No Up

n

IPv4 Interface Settings | DHCP Client

Interface vian1 Back
Settings

State Enabled v

IP MTU (512-16383) 1500 bytes

IP Directed Broadcast

Description | 4 chars Apply
IP Settings

Get IP From Static v

IP Address 10 - 90 - 90 - O

Mask

Secondary Apply Delete
Secondary IP Entry

Total Entries: 0

I T A A

42| Page
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15. To save all Running Configurations
of the window. Then click “Apply” button in Save Running Configuration to startup-config window.

Save Configuration
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to Startup-Configuration, Find Save = Save Configuration in the menu on top

. . . . . slle

i; Logged in as: Administrator, ..

W D(E5-3630-52PC
- @ System
+|- @@ Management
=l & L2 Features

+ = FDB

1 @ VLAN

16. To reboot the switch, Find Tool =
button in Reboot System window. The

Save Configuration

File Path g.cfg Apply

Reboot System in the menu on top of the window. Then click “Reboot”

switch will be rebooted automatically.
NH EE B3 HE B R O G 1 2

D-Link ' —

Building Networks for People -

W DG5-3630-

¥

@ System

+

= Manageme

= @ L2 Feature:

+- @ FOB

- VLAN

- il VLAN T

+- @ STP

*- [ ERPS (
2 Loopba
= Link Ag
=] Flex Lin|
B L2 Prot

Firmware Upgrade & Backup 3
Configuration Restore & Backup 3
Certificate & Key Restors & Backup 3
Log Backup 3
Ping

Trace Route

Reset

| Reboot System

DLMS Settings

TOT TOTET ‘

=1 L2 Multicast Control

Building Networks for People

HHEEHE HE E HIEE ) AN A EE EEN EFIEE EEJEElE

Looged in as: Administrator, ...

W DG5-3630-52PC
- @ System
+- @ Management
=@ L2 Featurss

+- @l FOB

- i VLAN

- i WVLAN Tunnel

Back to top

Reboot System

Do you want to save the settings ? (» Yes No Reboot |

If you do not save the settings, all changes made in this session will be lost.
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IGMP Setup Guide: Engenius

1080p Systems (KD-1P1080, KD-1P120)

1. Itisrecommended to reset the switch to factory defaults before configuring for multicast operation. Power

up the device, wait for about 2 minutes, using a paper clip press and hold a reset button for more than 10

seconds and then release. After device is rebooted power down and then power up the device. Wait while

the device is restarted and ready to use.

2. Connect your PC to the switch directly using a network cable.
3. Configure your PC’s IP address to the same range as the switch (default 192.168.0.xxx).
4. Enter the switch’s IP address (default is 192.168.0.239) in your browser and press ENTER.
5. Enter user name and password (default is “admin” and “password”). Then click Log In.

P =1

G @@ Wl o152 155.0.235000 0] | ¢ | [ Login < |l )T

JElIe Edit Vview Favorites Tools Help

-8 o

EnGeniu

EWS7952FP

Page ~ Safety - Tools = ﬂv

$®

0% v g

Back to top
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6. On the left select Switch. Navigate to System -> IP Settings -> IPv4. Under Auto Configuration select Static.
Change an IP address to 192.168.1.250, Subnet Mask to 255.255.255.0, Default Gateway to 192.168.1.1 (in

this case), and at the botto

m click Apply.

@ EnGenius EWS7952FP - Google

G @@v W /152,168, 1,250 ind

ex. 07| ++| [ EnGenius Ews7es2rR

x|

=100

Jﬁ\e Edit View Favorites Tools Help

J’-'a\'[:l- Y p= - Page - Safety -

EnGenius®

EWST952FP 48-Port Gigabit PoE+ L2 Wireless Management Switch with 4 Dual-Speed SFP

Tools = ﬂ-

| K2

2]

(0]

Backup Upgrade Reset Reboct Logout

[= ~

Controller | Switch

Summary

4 |P Settings
1Pvd
IPvE

System Time

Port Settings
i PoE

EEE

« L2 Feature
3 VLAN

& Management
> ACL

< QoS

2 Security

5 Monitoring

% Diagnostics

http:/{192.168.1.250index. him?151113-1321%

IPv4

IPv4 Address Seftings
Auto Configuration:
IPv4 Address
Subnet Mask:
Gateway:
DNS Server 1

DNS Server 2

(® Static (O DHCP
192.168.1.250

2552552550

192.168.1.1
0.00.0
0.00.0

Apply

v

0% -y

7. Page will refresh. Configure your PC’s IP address to the same range as the switch (default 192.168.1.xxx).
Enter the switch’s IP address (default is 192.168.1.250) in your browser and press ENTER. Log in again with
the same user name /password.

Back to top
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8. Onthe left select Switch. Navigate to L2 Feature -> IGMP Snooping -> Global Settings. Under Status select
Enabled, under Version: V2 and under Report Suppression: Enabled. Click Apply.

® EnGenius EWS7952FP - Google -0 x|
:_'-:, @@ = |i http://192, 168, 1,250 index. }Dj 44| [ EnGenius EWsTas2FP X 5.7 Lol
J File Edit Wiew Favorites Tools Help
J i - E] - [ m=0 v Page > Safety~ Tools ~ I@:]v
— n
D o W L 0 O B A
EnGen’US Backup Upgrade Reset Reboot Logout

EWGST7952FP

48-Port Gigabit PoE+ L2 Wireless Management Switch with 4 Dual-Speed SFP

Controller | Switch

Seftings
g System
< L2 Feature Status:  @Enabled  (ODisabled
i Link Aggregation Version: @V2 OV3
Mirror Settings Report Suppression:  @Enabled  (ODisabled

» STP

I MAC Address Table

> LLDP

4 |GMP Snooping
Global Settings

VLAN Settings

Querner Settings

Group List

Router Settings
> MLD Snooping

Jumbo Frame

381 VLAN

& Management
>3 ACL

& QoS

A Security
L Monitoring

* Diagnostics

Global Settings

Apply

H100% -

Back to top
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9. Navigate to L2 Feature -> IGMP Snooping -> VLAN Settings. Click on Edit button on the right in the VLAN ID
1 line. Under IGMP Snooping Status select Enabled, under Fast Leave select Enabled. Click check mark
button to apply settings.

@ EnGenius EWS7952FP - Google ] S

G @@ * Ii http://192.168.1.250/ndex 2 v | |#2 | [l EnGenius Ews7ss2Fe X e £

J File Edit View Favorites Tools Help

J % v Bl - [ o= v Page~ Safety~ Tooks+ (@

= e W L 0 0 B A
EnGen’US Backup Upgrade Reset Reboot Logout

EWS7952FP 48-Port Gigabit PoE+ L2 Wireless Management Switch with 4 Dual-Speed SFP

VLAN Settings

Controller | Switch

£ System VLANID IGMP Snooping Status Fast Leave

& |2 Feature 1 Enabled Enabled v D

i Link Aggregation

Mirror Settings
p STP
b MAC Address Table
i LLDP
4 |GMP Snooping
Global Settings
WLAN Settings
Querier Settings
Group List
Router Settings
& MLD Snooping

Jumbo Frame

432 VLAN

& Management
2 ACL

£ QoS

A Security
& Monitoring

* Diagnostics v

H10% -

10. Now the switch should work properly with IP audio/video equipment.
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IGMP Setup Guide: Linksys
1080p Systems (KD-1P1080, KD-1P120)

1. Before Linksys network switch is configured Key Digital KD-IP120/KD-IP1080 HDMI switch set must be
connected to all HDMI sources/displays/network switches, and configured using Key Digital KD-IP120 Key
Digital Management Software latest version.

2. Power-up all the system components. Using Key Digital KD-IP120 Key Digital Management Software, switch
All Outputs -> Through at switching page.

3. IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Linksys network switch.

Locate a pinhole “RESET” button at the front panel left bottom corner of your Linksys network switch. Using

a paper clip press and hold a reset button for more than 10 seconds and then release. Wait while the device

is restarted and ready to use (about 5min).

IMPORTANT: Make sure the blue “SYSTEM”LED next to the pinhole “RESET” button is flashing.

IMPORTANT: At this point all the displays should be displaying distorted randomly flashing video images.

Connect your PC to the Linksys network switch directly using a network cable.

If you have not done yet, configure your PC’s IP address to the same range as the switch (default

192.168.1.xxx).

9. Enter the switch’s IP address in your browser and press ENTER (check the user manual for a default IP
address - it is usually 192.168.1.251).

10. Enter user name and password (check the user manual for a default user name and password; it is usually
“admin” for both). Then click Log In.

©® N oW

[ hitp://192.168.1.251/ is not X

« C [ 192.168.1.251/csb0244444/ config/log_off_page.htm

For quick access, place your bockmarks here on the bockmarks bar. Import bookmarks now...

LINKSYS

LGS552P 52-Port Gigabit PoE+ Managed Switch

AUTHENTICATION REQUIRED

Usemame: admin

Passwond:

48 |Page
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11. Navigate to Configuration -> IP Interface -> IPv4-> IPv4 Interface. Select Static IP Address. IP address can be

changed by the administrator depending on the network configuration. If you are using multiple network
switches it is recommended to set first one to 192.168.1.251, second to 192.168.1.252, and so on (we will
leave the IP address unchanged). Set Subnet Mask to 255.255.255.0, set User Defined Default Gateway to
192.168.1.1 (in this case), make sure that Management VLAN is set to“1” and click Apply. If you changed an
IP address page will refresh and you will need to log in again using new IP address, same user name and
password. If you did not change IP address just continue to the next step.

12. Make sure your screen looks exactly like pictured below.

[ LGSE52 S2-Part Gigabit Man: X

€« C' | [ 192.168.1.251/c5525daibhome hitm

i ogpps G Google  [7) 192.168.1.250/cs525d:

0 Logout o Help|
LINKSYS LGs552 52-Port Gigabit Managed Switch s

Configuration hai ] Support

IPv4 Interface
Systern Information
V “our changes were successfully saved.
¥ Time
¥ SHMP
» Logs Managernent YLAN 1
IP Address Type Dynamic (DHCP) (#) Static IP Address
IF Address: 192.160.1.251
IP Subnet Mask: (%) Subnet Mask | 255.255.255.0 Prefix Length
User Defined Default Gateway: «* | 192.1688.1.1 Default Gateway: 192.168.1.1

¥ P Interf:

"

IPvd Interface

amm
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13. Navigate to Multicast -> Future Configuration. Select Enable under Bridge Multicasting Filtering and click

Apply.

D LG3552 52-Port Gigabit Man: X

<« C [4192.168.1.251/c5525da1b9/home Rtm

= dpps & Google [ 192.168.1.250{cs525d:

LINKSYS LGs552 52-Port Gigabit Managed Switch

Configuration

Feature Configuration

Systern Information
Your changes were successfully saved.
¥ Time
» SHMP
LS Global

Bridge Multicast Filteting: «# Enable
VLAN Settings

WLAN ID: 1

IPvd Multicast Forwarding: (%) By MAC Address

By IPvd Group Address

Feature Configuration
IGMP Snoaping By Source Specific IPvd Group Address

Multicast Router Ports

14 Belkin Intemational, iaries cluding Lin

14. Navigate to Multicast -> IGMP Snooping. Select Enable under IGMP Snooping, click Apply.

[ LGS552 S2-Port Gigabit Man X

€« C' [1192.168.1.251/c5525da1b/horme hitm
3 apps G Google [ 192,168.1.250/cs525¢

OLogout @ Help
LINCSYS Lcss552 52-Port Gigabit Managed Switch Firmae Versan: 10447

Configuration Maintenance Support

n Management IGMP Snooping
System Information
V| Your changes were successfully saved
* Time
* SNMP
IGMP Snooping: «* Enabled
* Logs

» VLAN Management

Spanning Tree Management IGMP Snooping Tahle

VLAN  IGMP Router  Auto Learn IGMP Querier  IGMP Querier  IGMP Querier  Immediate
¥ MAC Address Management D Snooping  IGMP MRouter Ports  Status Version IP Address Leave
Status Version
1 Disabled v3 Enabled Disabled v2 192.166.1.251 Disabled

Feature Configuration

IGMP Snooping

Multicast Router Ports

50|Page

Back to top



=L digitzal wwwkeydigital com
AN

15. Click on radio button and click Edit. Edit IGMP Snooping window will appear. Make sure VLAN ID <1> is
selected. Enable all the settings as shown below. Select IGMP v3 as IGMP Querier Version, Click Apply and
then Close.

D L55552 52-Port Gigabit Man: 2

€« C' | [4 192.168.1.251/c5525daib9/home hirm

S apps G Google [ 192.168.1.250fcs525d:

Edit IGMP Snooping

Select Your VLAN
WLAN D

VLAN Settings

IGMP Snooping Status: +" Enable
Auto Leam MRouter Ports: &# Enable Immediate Leave: & Enable
IGMP Querier: +/ Enable

IGMP Querier Version: 1GMP2 ) 1BMP3

Cuerier Source P Address Auto (#) User Defined 192 168 1.251

16. Refresh your browser, go to IGMP Snooping tab and make sure you have an image as below:

[ LGSSS2 52-Port Gigabit Mar X

L C [} 192.168.1.251/ ia1b9hor

i Apps G Google [Y 192.168.1.250/cs525d

LINCSYS LGss52 52-Port Gigabit Managed Switch Firmenie Varon: 10147

Configuration Maintenance Support

System Information I
V Your changes were successfully saved
» Time L

P SNMP

IGMP Snooping: «* Enabled
» Logs

* Port Management m
* VLAN Management
VLAN  IGMP

» MAC Address Management
¥ Mulicast

Feature Configuration

Router  Auto Learn IGMP Querier  IGMP Querier  IGMP Querier Immediate
D Snooping  IGMP MRouter Ports  Status Version IP Address Leave
Status Version

1 Enabled 3 Enabled Enabled W3 192.168.1.251  Enabled

IGMP Snooping

Multicast Router Ports

@ 2014 Belkin Intemational, In. an
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17. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, than network switch is configured incorrectly.

18. Navigate to Maintenance -> File Management -> Configuration File Copy. Select radio buttons as shown
below, click Apply. This will save current configuration and will apply this configuration every time switch is

powered up.

D L5552 52-Port Gigabit Man: X

L C | [3 192.165.1.251 /cs525da1b9/home htm T =

i oapps G Google  [f 192.168.1,250/es525d:

O Logout @ Help
LINCKSYS 1Gss552 52-Port Gigabit Managed Switch — 180

Caonfiguration Maintenance Support

Configuration File Copy

Source File: (®) Running Corfiguration File
Firmware & Boot Code

Active Firmware Image

Configuration & Log Backup Configuration File

Configuration File Copy Basiizin FE

LV ELT =

(#) Startup Configuration File

Backup Configuration File

@ 2014 Belkin Intemational. Inc. andfor ubsidiaries and affiliates. including LLC. Al nghts resenved.

19. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).
20. Power down Linksys network switch and power it up back again. Wait for the whole system to start and until
you can see video on your displays.
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21. Log in to your Linksys network switch again and make sure that IGMP settings are intact:

D LG5552 S2-Part Gigabit Man:

« C [ 192.168.1.251/cs525da1b@/home Htm

i apps G Google  [9 192.168.1.250{cs525d:

LINCSYS Lcs552 52-Port Gigabit Managed Switch

Configuration 0 Support

Feature Configuration

System Information
Your changes were successfully saved.
» Time

» SRIMP
Glohal

P Logs
Bridge Multicast Filtering: |+ Enable
VLAN Settings

WLAN D: 1

IPvd Multicast Forwarding: (%) By MAC Address

By IPvd Group Address

Feature Configuration

|GMP Srooping By Source Specific IPvd Group Address

Multicast Router Parts

D LG5552 52-Port Gigabit Man. X

€« C' | [) 192.168.1.251/cs525daibdhome . htm ? =

=% Apps 5 Google  [M 192.168.1,250/cs5254:

gout @ Help
LINCKSYS LGss52 52-Port Gigabit Managed Switch o

Configuration

IGMP Snooping

IGMP Snooping: «# Enabled

Feature Configuration

IGMP Snooping
R— ooty |

Forward Al .
IGMP Snooping Table
Unregistered Multicast

VLAN IGMP Router  Auto Learn IGMP Querier  IGMP Querier  IGMP Querier Immediate
IGMP IF Group Addresses D Snooping  IGMP MRouter Ports ~ Status Version IP Address Leave
MAC Group Address FDB Status Version
IP Group Address FDB 1 Enabled 3 Enabled Enabled w3 192.1658.1.251  Enabled

22. Rescan your components with Key Digital KD-IP120 Key Digital Management Software and make sure HDMI
video switch is functional.
23. At this point your Linksys network switch is set and ready to use.
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IGMP Setup Guide: Linksys
4K Systems (KD-1P822, KD-1P922, KD-1P1022)

1. Before Linksys network switch is configured Key Digital KD-IP922 HDMI switch set must be connected to all
HDMI sources/displays/network switches, and configured using Key Digital Management Software latest
version.

2. Power-up all the system components. Using Key Digital Management Software, switch All Outputs ->
Through at switching page.

3. IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Linksys network switch.

4. Locate a pinhole “RESET” button at the front panel left bottom corner of your Linksys network switch. Using
a paper clip press and hold a reset button for more than 10 seconds and then release. Wait while the device
is restarted and ready to use (about 5min).

5. IMPORTANT: Make sure the blue “SYSTEM”LED next to the pinhole “RESET” button is flashing.
IMPORTANT: At this point all the displays should be displaying or flashing Key Digital logo with information
stamp.

7. Connect your PC to the Linksys network switch directly using a network cable.

8. If you have not done yet, configure your PC’s IP address to the same range as the switch (default
192.168.1.xxx).

9. Enter the switch’s IP address in your browser and press ENTER (check the user manual for a default IP
address - it is usually 192.168.1.251).

10. Enter user name and password (check the user manual for a default user name and password; it is usually
“admin” for both). Then click Log In.

=10] ]

http:[/192.168... og_off_page.htm X

‘ (' ) @ﬁ 192.168. 1. 251 /csfed 7h6d6 configlog_off_page.htm C || Search | * E ‘ ﬁ‘ U

LINKSYS

LGS552P 52-Port Gigabit PoE+ Managed Switch

AUTHENTICATION REQUIRED

Usemame: admin

Password:
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11. Navigate to Configuration -> IP Interface -> IPv4-> IPv4 Interface. Select Static IP Address. IP address can be
changed by the administrator depending on the network configuration. If you are using multiple network
switches it is recommended to set first one to 192.168.1.251, second to 192.168.1.252, and so on (we will
leave the IP address unchanged). Set Subnet Mask to 255.255.0.0, set User Defined Default Gateway to
192.168.1.1 (in this case), make sure that Management VLAN is set to“1” and click Apply. If you changed an
IP address page will refresh and you will need to log in again using new IP address, same user name and
password. If you did not change IP address just continue to the next step.

12. Make sure your screen looks exactly like pictured below.

Fle Edt View Hgtory Bookmaks Tools Help I [ 2

LGS552P 52-Port Gigabit PoE+Ma... %

(€)@ 192.168,1.251/csfed7heds home.him c H Search | & B 3+ A& 9
b ¥

OLogout @ Hep
LINCKSYS L cs552p 52-Port Gigabit PoE+ Managed Switch Firware Vasion: 11.0.27

System Status Quick Start Configuration Maintenance Support

IPv4 Interface -

Your changes were successiully saved.

Management VLAN: 1
* MAC Address Management

|P Address Type: Dynamic (DHCP) (#) Static IP Address
¥ IP Interface
IP Address: 192 168.1.251
¥ IPv4
IPvd Interface IP Subnet Mask: (*) Subnet Mask | 25525500 Prefix Length
ARP (-
» IFPvG User Defined Default Gateway: + | 192.168.1.1 Default Gateway: 192.168.1.1

* IP Network Operations

ecuniy m

© 2014 Belldn Intemational, Inc. and/or its subsidiaries and affiiates, including Linksys, LLC. All rights reserved.
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13. Navigate to Port Management -> Ports. Select Enable under Jumbo Frames and click Apply.

Back to top

1ol

LG5552P 52-Port Gigabit PoE+ Ma... %

(& ) (@ | 192.168.1.251/csfed7h5d6/home.htm c || Search ‘ %8 4+ #

O Logout @ Hep
LINCKSYS LGs552P 52-Port Gigabit PoE+ Managed Switch Fimware Vessior: 11.0.27

Quick Start Configuration Maintenance Support

* System Management = Ports =

¥ Port Management This setting will take efiect only after copying running configuration to startup configuration and
resetting the device.

Ports
¥ Link Aggregation

Jumbo Frames: + Enable
Green Ethernet

» Discovery - LLDP

Port Table
» S i t Port Port Type Operational Auto Port Speed Duplex Protected LAG
Status Hegofiation Mode Port
3 Address Management
LLAE GE1 1000M-copper Up Enable 1000M Full Unprotected
LJ GE2 1000M-copper Down Unprotected
v PP Interface GE3 1000M-copper Up Enable 1000M Full Unprotected
GE4 1000M-copper Down Unprotected
¥ IPvd
|Pvd Interface LI GES 1000M-copper Down Unprotected =

© 2014 Belidn Intemational, Inc. andfor its subsidianes and affilates, ncluding Linksys, LLG. Al rights reserved.
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14. Navigate to Multicast -> Future Configuration. Select Enable under Bridge Multicasting Filtering and click
Apply.

He Edt Higtory Bookmarks  Tooks =10 %]

LGS552P 52-Port Gigabit PoE+ Ma... X +

|&w®B & & @O =

€& | @ 192.168.1.251/csfed7bEd6/home. him C ||

O Logout @ Hep
LINCKSYS | Gss52pP 52-Port Gigabit PoE+ Managed Switch e 10

System Status Quick Start Configuration Maintenance Support

* Discovery- LLDP

|+

Feature Configuration

Your changes were successfully saved.

* Spanning Tree Management

* MAC Address Management
¥ Multicast

Global

Bridge Multicast Filtering: |+ Enable

Feature Configuration
IGMP Snooping VLAN Settings
MLD Snooping
) WLAN ID: 1
Multicast Router Ports
Forward All IPv6 Multicast Forwarding: @ By MAC Address
Unregistered Multicast By IPvG Group Address

IGMP/MLD IP Group Addresses By Source Specific IPv6 Group Address

MAC Group Address FDOB

IP Group Address FDB IPv4 Multicast Forwarding: (*) By MAC Address
Vs By Source Specific IPvd Group Address
IPv4 Interface
ARP

> ive - | Cancel =

© 2014 Belkin Intemational. Inc. andior fis subsidiaries and affiliates. including Linksys. LLC. All ights reserved.
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15. Navigate to Multicast -> IGMP Snooping. Select Enable under IGMP Snooping, click Apply.

=101 ]

LGS552P 52-Port Gigabit PoE+ Ma...

) @ | 192.168. 1. 251 jesfed 7bsds home.htm

% s 3 & ©

Ologout @ Hep

LINKSYS

System Status

LGS552P 52-Port Gigabit PoE+ Managed Switch

Fimrware Vession: 1.1.0.27

Configuration Maintenance

Support

* Discovery - LLDP

=l IGMP Snooping
Your changes were successfully saved.

* MAC Address Management

Feature Configuration

IGMP Snooping: «/ Enable

IGMP Snooping

MLD Snooping

Multicast Router Ports VLAN IGMP Router  Auto Learn IGMP Querier  IGMP Querier IGMP Querier Immediate
1] Snooping IGMP MRouter Ports  Status Version IP Address Leave
Forward All R
Status Version
Unregistered Multicast
g ’ 1 Disabled v3 Enabled Disabled w2 192.168.1.251 Disabled

IGMP Snooping Table

IGMPMLD IP Group Addresses
MAC Group Address FDB
IP Group Address FDB

T

© 2014 Belidn Intemational, Inc. andfor its subsidianies and affiiates, including Linksys, LLC. All rights reserved.
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16. Click on radio button and click Edit. Edit IGMP Snooping window will appear. Make sure VLAN ID <1> is
selected. Enable all the settings as shown below. Select IGMP v2 as IGMP Querier Version, Click Apply and
then Close.

Fle Edit View History Bookmarks Tools Help

LG5552F 52-Port Gigabit PoE+Ma. . x b

-f'(-j@ 192. 168. 1. 251 csfed7heds home. hitm c || Search | wBa 3+ & 9

Edit IGMP Snooping

Your changes were successfully saved.

Select Your VLAN

VLAN ID:

VLAN Settings

IGMP Snooping Status: +/ Enable

Auto Learn MRouter Ports: & Enable Immediate Leave: +/ Enable

IGMP Querier: +/ Enable

IGMP Querier Version: ® 1GMP2 IGMPv3

Querier Source IP Address: Auto (®) User Defined | 192.168.1.251

| Cose |
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17. Refresh your browser, go to IGMP Snooping tab and make sure you have an image as below:

Edit View History Bookmarks Tools Help =131 =]

LGS552P 52-Port Gigabit PoE+ Ma x +

@ 192. 168. 1. 251 jcsfed b6d6 home . hitm c H Search | ﬁ @ ‘ 'ﬁ U =

@ Logout @ Hep
LINCKSYS Lcss552P 52-Port Gigabit PoE+ Managed Switch e e

System Status Configuration Maintenance Support

* Spanning Tree Management = IGMP Snooping

* MAC Address Management IGMP Snooping: «* Enable

¥ Multicast

Feature Configuration

IGMP Snooping

. IGMP Snooping Table
MLD Snooping

i VLAN IGMP Router  Auto Learn IGMP Querier IGMP Querier IGMP Querier  Immediate
s ID Snooping  IGMP MRouter Ports  Status Version IP Address Leave
Forward All Status Version
Unregistered Multicast 1 Enabled  v2 Enabled Enabled v2 192.168.1.251 Enabled

IGMPIMLD IP Group Addresses
MAC Group Address FOB

IP Group Address FDOB —

* P Interface

* IP Network Operations:

I

© 2014 Bellan Intemational, Inc. and/or its subsidianes and affiites, inchuding Linksys, LLG. All rights reserved.
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18. Navigate to Maintenance -> File Management -> Configuration File Copy. Select radio buttons as shown
below, click Apply. This will save current configuration and will apply this configuration every time switch is
powered up.

Fle [Edit View Hgtory Bookmarks Tooks Help =13l =|

LGS552P 52-Port Gigabit PoE+ Ma... *

(&) ® 192 168.1.251/csfedbEdE home. him c || Search |ﬁ B 4+ & @

© Logout @ Hep

Firmware Version: 1.1.0.27

Maintenance Support

Configuration File Copy

Source File: (*) Running Configuration File

Firmware & Boot Code

Active Firmware Image

Configuration & Log Backup Configuration File

Configuration File Copy Destination File:

DHCP Auto Configuration e . )
(*) Startup Configuration File

|

Backup Configuration File

® 2014 Bekin Intenafional, Inc. and/or its subsidianes and affiiates, including Linksys, LLG. Al ights reserved

19. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).
20. Power down Linksys network switch and power it up back again. Wait for the whole system to start and until
you can see video on your displays.
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21. Log in to your Linksys network switch again and make sure that IGMP settings are intact:

LGS552P 52-Port Gigabit PoE+Ma... %

€ ) (| 192.168.1.251/csfed 7b6ds home.him

& & & ©

LINKSYS LGss552pP 52-Port Gigabit PoE+ Managed Switch

System Status

s - |

Feature Configuration

IGMP Snooping

MLD Snooping

Multicast Router Ports

Forward All

Unregistered Multicast
IGMPMLD IP Group Addresses
MAC Group Address FDB

IP Group Address FDB

¥ IPvd
IPv4 Interface IPvd Multicast Forwarding: (=) By MAC Address
ARP =
By IPv4 Group Address
* IPv6
» BN § e By Source Specific IPv4 Group Address

Quick Start Configuration Maintenance

Feature Configuration
Global
Bridge Multicast Filtering: '« Enable
VLAN Settings

VLAN ID: 1

IPv6 Multicast Forwarding: (=) By MAC Address
By IPv6 Group Address

By Source Specific IPv6 Group Address

OLogout @ Hep

Firmware Version: 1.1.0 27

Support

=10l x|

I»

) @ 192.168. 1. 251/csfed7b6ds home.htm < || Search

LLINKSYS LGss552P 52-Port Gigabit PoE+ Managed Switch

Quick Start Configuration Maintenance

v 1y
s -

Feature Configuration

IGMP Snooping

IGMP Snooping IGMP Snooping: +# Enable

MLD Snooping

Multicast Router Ports

O Logout @ Heip

Fimmware Version: 1.1.0.27

Support

Forward All

Unregistered Multicast IGMP Snooping Table

IGMP/MLD P Group Addresses VLAN IGMP Router  Auto Learn IGMP Querier IGMP Querier IGMP Querier  Immediate

D Snooping IGMP MRouter Ports  Status Version Leave

MAC Group Address FDB Status Version

BRI S0 1 Enabled 2 Enabled Enabled V2 192.168.1.251 Enabled
¥ 1Pvd

IPv4 Interface ]

ARP

* IPvE

22014 Belkin Intemational, Inc. and/or its subsidianies and affiiates, including Linksys, LLG. All ights reserved.
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22. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, than network switch is configured incorrectly
23. Rescan your components with Key Digital KD-IP922 Management Software and make sure HDMI video

switch is functional.
24. At this point your Linksys network switch is set and ready to use.
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Luxul AMS-4424P
Network Setup Guide for KD-IP822, KD-IP922, KD-1P1022, KD-1P1080

Important Notes:

e Please use firmware v.4.0.8.1. Other firmware versions are not compatible.

e Verified for single switch use only. Stacking switches may cause compatibility issues.

1. Login to the switch:

a.

b.
C.
d

Plug an Ethernet cable into any of the ports of the switch

Plug the other end into the Ethernet port of your computer

Power on the Switch

Check to see that the IP address of the computer is within this network Subnet :
192.168.0.xxx (“xxx” ranges 1~254). For example, 192.168.0.100

Internet Protocel Version 4 (TCP/IPwd) Properties | ? i&J

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

Obtain an IP address automatically
@) Use the following IP address:

IP address: 192 . 168 . 0 . 100
Subnet mask: 255,255 . 0 . 0
Default gateway: . . o

Obtain DMS server address automatically

@) Use the following DMS server addresses:

Preferred DMS server:
Alternate DMS server:
Validate settings upon exit | P |
[ oK ] | Cancel |
b - |

2. Open the Web browser, and enter 192.168.0.4 (default IP address of Luxul AMS-4424P). The login
window appears as below:

Back to top
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<« C Y © 192.158.04 w9 @ :

Authentication required

Username admin

Fddd A

Pazsword

3. Enterthe user name and password. (default user name and password are both set as “admin”), then click
“OK” to login to the switch configuration window.

4. Ensure all ports have Maximum Frame Size of 10056 entered as below. To check it, find
Configuration = Ports = Ports in the menu on left side of the window. (KD-IP922 requires Jumbo
Frame(8K) for video/audio transmission via 1G-BaseT).

Swilch 3 ¥
P §. Port Configuration for Switch 3

Quick Setup >
Green Ethernet > Speed Adv Duplex Adv speed Flow Control
T 1 Maximum Excessive

orts Pert | Link | Current Configured Fdx | Hdx | 10M 100M 1G Enable Curr Rx | Curr Tt Frame Size Collision Mode

Port Description == v i ] i # ! 10056 <> A
DHCP -

1 1Gfdx Auto v v < < s v 10056 Discard v
Security > « x x
Aggregation - 2 & | 1efdx | Auto L R I A R b 4 M || [10056 Discard M
Loop Protection
JPMG Frofe . 3 | & | 1efix | Aue vl e | @ w b 4 X | 1006 Discard M
MVE 4 | o | 16fdx | Auto e | W] e e X K| 10056 Discard M
IPMC .
LLDP - 5 | o | 16fdx | Auto LI A I A b 4 K| 1006 Discard M
MAC Table
6 r 4 < < r 0 i
— = 6 | o | 1efix | Auto v b 4 X | 1006 Discard v
Qos > 7| & | 1efx | Aue vl e e | @ w b 4 | 1006 Discard M
Mirroring
e 8 | & | 16fdx | Auo v w | @ | ®w | w b 4 K| 1006 Discard M
GVRP ki 9 | o/ | 16 | Auo e w9 e e ¥ | X [0z Discard v
Stack
2 ~ ~ o

5. To enable IGMP Snooping of the switch, Find Configuration = IPMC = IGMP Snooping = Basic
Configuration in the menu on left side of the window. (KD-1P922 requires IGMP Snooping for multicasting
video/audio transmission via 1G-BaseT), then check the box of Snooping Enabled of Global Configuration in
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IGMP Snooping Configuration window. And check the Fast Leave box for all Ports related Configuration in
the same window as below.

Switch 3 v
IGMP Snooping Configuration

Configuration v
Quick Setup » .
Green Ethemet . Stack Global Settings
Forts g Global Confi ti
—= . obal Configuration
Security . Snooping Enabled v
Aggregation 3 : :
- Unregistered IPMCwv4 Flooding Enabled
Loop Protection M a ke sure
IPMC Profile » IGMP SSM Range 232000 /8
VR unchecked.
R - Leave Proxy Enabled
IGMP Snooping v Proxy Enabled
VLAN Configuration - = -
ort Fifering Frofle Port Related Configuration for Switch 3
MLD Snooping =
LLDP . Port  Router Port| Fast Leave Throttling
MAC Table
* v <z ¥
Voice VLAN -
QoS S 1 v unlimited A
Mirroring o
2 rd unlimited v
UPnP
GVRP > 3 vl unlimited v
Stack
4 vl unlimited v
sFlow
UDLD 5 ' unlimited M
Monitor v -
Quick Setup . 6 i unlimited A

6. Click “Save” button on the bottom of IGMP Snooping Configuration window

MVR 22 4 unlimitad v
IPMC ¥
IGMP Snooping v 23 v unlimited v

IESECTET ¢ | unliimited ,

VLAN Configuration

Port Filtering Profile [" Reset
MLD Snooping > -

7. Toadd VLAN of the IGMP Snooping at the switch, Find Configuration = IPMC = IGMP Snooping = VLAN
Configuration in the menu on left side of the window. (VLAN must be added in IGMP Snooping), then click
“Add New IGMP VLAN" if there is not any specified VLAN in IGMP Snooping VLAN Configuration window.
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Configuration
Quick Setup
Green Ethernet
Ports
DHCP
Security

Aggregation
Loop Protection
IPMC Profile
MVR
IPMC
IGMP Snooping
Basic Configuration

| Port Filtering Profile

IGMP Snooping VLAN Configuration

Start from VLAN 1 with 20 entries per page.

Delete VLANID Snooping Enabled Querier Election Querier Address Compatibility

Add New IGMP VLAN
oTron

Step 11. Then enter “1” in VLAN ID, check the box of Snooping Enabled and Querier Election in new

VLAN. And select “Forced IGMPv2 in the list box of Compatibility in IGMP Snooping VLAN Configuration

window. Then click “Save” button on the bottom of IGMP Snooping VLAN Configuration window.

Switch 3 ¥

Configuration
Quick Setup
Green Ethernet
Forts
DHCP
Security
Aggregation

¥y ¥ v v v v la

Loop Protection
IPMC Profile
MVR
IPMC
IGMP Snooping
Easic Configuration
~ VLANConfiguration
Port Filtering Profile
MLD Snooping

»

IGMP Snooping VLAN Configuration

Start from VLAN 1 with 20 entries per page.

Delete | VLANID Snooping Enabled Querier Election Querier Address Compatibility

Cancel |ji rd v 0.0.0.0 Forced IGMPv2 Al I
Add New IGMP VLAN

Back to top
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Step 12. To save all Running Configurations to Startup-Configuration, Find Administration =
Configuration - Save startup-config in the menu on left side of the window. Then click “Save
Configuration” button in Save Running Configuration to startup-config window.

sFlow Save Running Configuration to startup-config

UDLD

Tools

Administration v
Reboot Save Configuration
Factory Defaults

Please note: The generation of the configuration file may be time consuming, depending on the amount]

Firmware Update
Configuration A

Download

Step 13. To reboot the switch, Find Administration = Reboot in the menu on left side of the window. Then
click “Yes” button in Reboot Device window. The switch will be rebooted automatically.

sFlow Reboot Device
uDLD
Tools Lo
Administration W
Reboot
Factory Defaults

Firmware Update

Configuration v m

Save startup-config
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Netgear GS Series
Network Setup Guide for KD-IP822, KD-IP922, KD-1P1022, KD-1P1080

Login to the switch with the following steps:
1. Plug an Ethernet cable into any of the ports of the witch
2. Plug the other end into the Ethernet port of your computer
3. Power on the Switch
4. Check to see that the IP address of the computer is within this network, 192.168.0.xxx (“xxx” ranges 1~254).
For example, 192.168.0.100

Internet Protocel Version 4 (TCP/IPvd) Properties | ? i‘E—J

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

Obtain an IP address automatically
@) se the following IP address:

IP address: 192 168 . 0 . 100
Subnet mask: 255 .255 . 0 .0
Default gateway: . . o

Obtain DNS server address automatically
@) LUse the following DMS server addresses:
Preferred DNS server:

Alternate DMS server:

Validate settings upon exit | enee |

[ OK ]l Cancel |
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5. Open the Web browser, and enter 192.168.0.239 (default IP address of Netgear GS). The login window

NETGEAR GS748T
Connedt with Innovefion ProSafe® 48-Port Gigabit Smart Switch
Help
Login
i
Password |
This connection is not secure.
£ Logins entered here could be
compromised. Learn More
6 Copyright © 1996-2013 NETGEAR ®

7. Enter the password (default password is “password”). And then click ‘OK” to login to the switch
configuration window

8. To enable Jumbo Frame of the switch, go to Switching -> Ports -> Port Configuration. (IP922 requires Jumbo
Frame(8K) for video/audio transmission via 1G-BaseT). Select the empty checkbox that is above the
checkbox beside g1 Port in the table to select all the ports. All selected ports highlight to yellow color. Then

enter “9216” in Maximum Frame Size field as shown below and press Apply button

Back to top
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Switching
VLAN

System
LAG

Ports |

Flow Control

Auto-VolP |

Routing QoS Security

STP | Multicast MVR

Port Configuration

Port Configuration

LAGS All

Monitoring Maintenance Help Index

¢ Address Table

Go To Interface

GO

H== =
Description Port Speed Physical Status Frame Size
(1518 to 9216)
- " - |
g1 Enable Auto 1000 Mbps LinkUp Enable 1518 08:BI
g2 Enable Auto 1000 Mbps LinkUp Enable 1518 D8:BI
2 Enable Auto 1000 Mbps LinkuUp Enable 1518 D8:BI
g4 Enable Auto Link Down  Enable 1518 08:BL
g5 Enable Auto 1000 Mbps Link Up Enable 1518 08:B[
g6 Enable Auto Link Down  Enable 1518 08:BL
g7 Enable Auto 1000 Mbps Link Up Enable 1518 08:BI[ »
< >
CANCEL || APPLY

®
— oo

GS748T

ProSafe® 48-Port Gigabit Smart Switch

Copyright € 1006-2013 NETGEAR ®

9. To enable IGMP Snooping of the switch, go to Switching -> Multicast -> IGMP Snooping -> IGMP Snooping
Configuration. (IP922 requires IGMP Snooping for multicasting video/audio transmission via 1G-BaseT),
Enable IGMP settings as shown below and press Apply button

NETGEAR
System Switching

Ports | LAG !

VLAN

MFDB
Aute-Video

» IGMP Snooping
Interface Configuration

» IGMP Snooping Table

» IGMP Snooping VLAN
Configuration

» Multicast Router
Configuration

» Multicast Router VLAN
Configuration

IGMP Snooping

Querier

MLD Snooping

Auto-YolP |

Routing QoS Security

STP | Multicast | MYR

IGMP Snooping Configuration

IGMP Snooping Configuration

IGMP Snooping Status
Validate IGMP IP header
Block Unknown Multicast Address

IGMP Statistics

Multicast Control Frame Count
Interfaces Enabled for IGMP Snooping

VLAN IDs Enabled for IGMP Snooping

Monitoring Maintenance Help Index

i Address Table

(O Disable @ Enable
(O Disable @ Enable
(@ Disable () Enable

GS748T

ProSafe™ 48-Port Gigabit Smart Swiich

CANCEL APPLY

Copyright © 1996-2013 NETGEAR ®

10. Go to Switching -> Multicast -> IGMP Snooping -> IGMP Snooping Interface Configuration. Select the empty
checkbox that is above the checkbox beside g1 Port in the table to select all the ports. All selected ports
highlight to yellow color. Enable Admin Mode and Fast Leave Admin Mode as shown below and press Apply

button

Back to top
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NE__T_G EAR’ GS748T

ProSafe® 48-Port Gigabit Smart Switch

System Swiiching Routing QoS Security Monitoring Maintenance Help Index
Porls LAG | VLAN | Auto-VolP STP Multicast {  MYR | Address Table
MFDE IGMP Snooping Interface Configuration ~
Auto-Video - -
IGMP Snooping Interface Configuration

»1GMP Snooping LAGS All Go To Interface G0

Configuration

Max MRouter Fast Leave
Admin Mode | Host Timeout | Response =
Time Timeout Admin Mode

» IGMP Snooping Table
» IGMP Snooping VLAN -I Enable v II l I II Enable |- I

Configuration gl Disable 0 Disable
» Multicast Router 2 Disable 10 0 Disable

Configuration Disabl - - o —_—
» Multicast Router VLAN 8 154l 1sa0ie

Configuration g4 Disable 260 10 0 Disable
IGMP Snooping g5 Disable 260 10 0 Disable
Querier g6 Disable 260 10 0 Disable
LD &7 Disable 260 10 0 Disable

:c Disable 260 10 0 Disable ¥

CANCEL APPLY

Copyright @ 1996-2013 NETGEAR &

11. Go to Switching -> Multicast -> IGMP Snooping -> IGMP Snooping VLAN Configuration. Add VLAN ID=1, Fast
Leave Admin Mode=Enable and Query Mode=Enable as shown below and press Add button. (Note: the
empty fields are populated automatically to default values)

N_E_TGE__AR' GS748T

ProSafe” 48-Port Gigabit Smart Switch

System Switching Routing QoS Security Monitaring Maintenance Help Index
Pors | LAG i VIAN i Aute-VolP | STP | Multicast MVR | Address Table

MFDB 1GMP Snooping VLAN Configuration

Auto-Video

IGMP Snooping VLAN Configuration

» IGMP Snooping Fast Leave Maximum Response querylntenral
e .m Admin Mode Host Timeout _ MRouter Timeout Query Mode [1 o 1800 secs)
» IGMP Snooping nl II Enable ~ I Enab\e ~

Interface Configuration
» IGMP Snooping Table

» Multicast Router
Configuration

» Multicast Router VLAN
Configuration

IGMF Snooping

Querier

MLD Snooping

ADD DELETE CANCEL APPLY

Copyright © 1996-2013 NETGEAR ®

12. Go to Switching -> Multicast > IGMP Snooping Querier -> Querier Configuration. Enable Querier Admin
Mode as shown below and press Apply button
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Ports | LAG | VLAN | Auto-VoIP | STP i Multicast i MVR | Address Table

() NETGEAR GS748Tv5 X |+ = O x

&« a o @ A 192.168.0.239/base/cheetah_login.him v 0w L In @ D =
NETGEAR’ GS748T |
Connect with Innavaion ProSafe® 48-Port Gigabit Smart Switch ‘
|
System Switching Routing QoS Security Monitoring Maintenance Help Index |
|
|

MFDB Querier Configuration

Auto-Video ier Confi .

IGMP Snooping Querier Configuration ‘
Querier Admin Mode () Disable @ Enable |
Snooping Querier Address 192.168.0‘239| |
IGMP Version 2 (1 to 2) |

» Querier VLAN Query Interval(secs) 60 (1 to 1800) |

Configuration Querier Expiry Interval(secs) 125 )

» Querier VLAN
Status
MLD Snooping

REFRESH CANCEL APPLY

\Copyright © 1996-2013 NETGEAR ®
13. Finally, go to Maintenance -> Device Reboot. Enable checkbox for device reboot as shown below and press

Apply button. It takes approximately 2 minutes to power cycle the switch and an additional 2 min for IP922
to start showing video.

NETGEAR’ GS748T
Connect with Innovation ProSafe® 48-Port Gigabit Smart Switch
[
‘ System Switching Routing QoS Security Monitoring Maintenance Help Index

Resot | Upload | Download | File Management i Troubleshooting | User Banner

Device Reboot

Factory Default
L/ Device Reboot

Check this box and click APPLY below to reboot

CANCEL APPLY

Copvright © 1996-2013 METGEAR &
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Pakedge S3L
Network Setup Guide for KD-IP822, KD-IP922, KD-1P1022, KD-1P1080

Login to the switch with the following steps:

1. Plug an Ethernet cable into any of the ports of the switch
2. Plug the other end into the Ethernet port of your computer
3. Power on the Switch
4. Check to see that the IP address of the computer is within this network, 192.168.1.xxx (“xxx” ranges 1~254).
For example, 192.168.1.154 _
Internet Protocol Version 4 (TCP/IPv4) Properties X
General

‘fou can get IF settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(C) Obtain an IP address automatically
(®) Use the following IP address:

IP address: 192 . 168 . 1 . 154
Subnet mask: 255,255,255, O

Ubtain LMo server address automaocally

(®) Use the following DNS server addresses:

L. . ]
]

Preferred DNS server:

Alternate DNS server:

[validate settings upon exit Advaricedn.

Cancel
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5. Open the Web browser, and enter 192.168.1.205 (default IP address of Pakedge S3L). Then the login
window appears as below.

Welcome » | +
&) c @ @ 192.168.1.205/www/login.htm|

O X

In @ @

- QY

Copyright (c) 2017 Pakedge Device & Software, Inc.
All rights reserved.

6.

Enter the User ID (default user id is “pakedge”) and password (default password is “pakedges”). And then

click ‘OK” to login to the switch configuration window. Make sure to set appropriate IP address and netmask
to make the switch to be in same network as the Key Digital Devices you are going to be using.
S3L-24P

x |+ -
<— c Q 0] 192.168.1.205 /www/main.html|
» S
4

w1

O X

N @ @ =
DASHBOARD

MAINTENANCE

ADMINISTRATION
Welcome to Smart Wizard

CONFIGURE ~ MONITOR

DIAGNOSTICS  USER INFO  LOGOUT

The wizard will guide you to do basic configurations on 3 steps for the IP Information, User Name setting, and SNMP. If you are not changing the settings, click on "Exit" to go back to the main page.

The wizard will help to complete settings for
IP address, Netmask, and Gateway.

® static O pHcp
IP Address 192.168.1.205
Netmask 16 (255.255.0.0)
Gateway

192.168.1.99
[ Ignore the wizard next time

Copyright (c) 2017 Pakedge Device & Software, Inc. All rights reserved.

Back to top
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7. To enable Jumbo Frame of the switch, go to Administration -> Management -> Port. (IP922 requires Jumbo
Frame(8K) for video/audio transmission via 1G-BaseT). Make sure under Port Settings, Port field is set to All.
Then enter “9216” in Maximum Receive Frame Size field as shown below and press Apply button. After
applying check that the settings are updated in the table below.

531249 x |+

- a x
&« c @ 192.168.1.205, o n @ @ =
;§ DASHBOARD ~MAINTENANCE ADMINISTRATION CONFIGURE MONITOR  DIAGNOSTICS USERINFO  LOGOUT
Port Settings
port A
Port Statu:
Green-Ethemet _ ~
State ® Enabled () Disabled
S o Auto-negotiation ® gnabled O Disabled Speed [ 10m B 100m ] 10000

Flow Cortrl oisabed owler  Blvar Elrun [ oo |
Maximum Receive Frame Size [, .
1536~0216 bytes) - =

ethi/1 Enabled AUTO AUTO hone 216
ethi2 Enabled AUTO AUTO None 216
ethi/3 Enabled AuTo auto None 216
ethi/a Enabled AuTo auto None 216
&thi/s Enabled AUTO AUTQ None 216
ethi/6 Enabled AUTO AUt None 216
eth1/7 Enabled AuTO AUt None 216
ethi/e Enabled AuTQ auto None 6
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8. To enable IGMP Snooping of the switch, go to Configure -> Application -> IGMP Snooping. (IP922 requires
IGMP Snooping for multicasting video/audio transmission via 1G-BaseT), Enable IGMP settings as shown
below and press Apply button. You should see a new entry in the table below.

S3L-24P X |+ — o %
<« c @ @ F 192.168.1.205 main.htm o O W I o =
a
’b DASHEOARD  MAINTENANCE ADMINISTRATION CONFIGURE MONITOR  DIAGNOSTICS USERINFO  LOGOUT
GLOBAL SETTING
Global Setting
IGMP Snooping Proxy @® Enabled O Disabled m
Static Group Settings
Group Information
VLAN ID (1-4094) 1 Status ® Enabled © Disabled
Mrouter
IGMP Snooping Querier ® Enabled O Disabled Report Suppression ® Enabled O Disabled
Mrouter Information
Suppress time ( 0-200 sec) 10 Immediate Leave ® Enabled O Disabled Apply
Total Entries: 0
0O
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9. Go to Configure -> Application -> IGMP. Enter the settings as shown in the picture below and press Apply

button. You should see the updated settings in the entries table below.
saL-24p X |+

] *

<« ¢ o @ A 192.168.1.205/www/mainhtm - @ 1 N ® @O =
N S3L-24P
»

DASHBOARD  MAINTENANCE ~ ADMINISTRATION CONFIGURE MONITOR  DIAGNOSTICS USER INFO  LOGOUT

IGMP SETTINGS

IGMP Settings

VLAN ID (1-4094) 1 |
IGMP S5M Settings

Status @® Enab\edlo Disabled
IGMP Group Information Access Group O Enabled ® Disabled

Last Member Query Interval (1000-25000 msec) 1000

Query Interval (1-31744 sec) 125
Query Max Response Time (1-25 sec) 10
Robustness Variable (1-7) 2

Version O V‘I V3

Total Entries: 1

VLANT v2 125 10 1000 2 Detail

S3L-24p x |+

« c @ @ A 192.168.1.205/w

- 9w In ® @

.§ S3L-24P

DASHBOARD ~ MAINTEMNAMNCE ~ ADMIMISTRATION ~ CONFIGURE  MONITOR  DIAGNOSTICS USER INFO  LOGOUT

Save

Press the button to save the system settings to NV-RAM. m
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10. Go to Maintenance -> Save. Click on Save button.

11. Go to Maintenance -> Reboot. Click on Reboot button. It takes approximately 30 seconds for the switch to
reboot and an additional 30 sec for IP922 to start showing video.

S3L-24P

X |+ = (m} X
« ¢ @ @ F 192.168.1.205 main.htm -9 N @ @ =
-~
: - DASHBOARD  MAINTENANCE  ADMINISTRATION CONFGURE MONITOR  DIAGNOSTICS USER INFO  LOGOUT
REBOCT

Reboot

Save log message before reboot.

O ves @ No

Press the button to reboot the system.

Back to top
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1. Connect to the network switch

a.

b.
c.
d

Plug an Ethernet cable into any of the ports of the switch
Plug the other end into the Ethernet port of your computer

Power on the Switch

n—ar oo

Pakedge SX Series
IGMP Setup Guide for KD-1P822, KD-1P922, KD-IP1022, KD-IP1080

Configure the PC with static IP address of 192.168.1.10 and the subnet mask of 255.255.255.0 to be
within range of Pakedge’s default settings (IP address 192.168.1.205 subnet mask 255.255.255.0).
Default Getaway and DNS can be left blank

Internet Protocol Version 4 (TCP/IPv4) Properties

7| &

General

for the appropriate IP settings.

Obtain an IP address automatically
@) Use the following IP address:

ytain DNS server address automatically
@) Use the following DNS server addresses:
Preferred DNS server:

Alternate DNS server:

Validate settings upon exit

OK

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

IP address: 192.168. 1 . 10
Subnet mask: 255,255,255, 0
Default gateway:

| Advanced... |

| | Cancel

2. Open a web browser, and enter 192.168.1.205 (default IP address of Pakedge) to enter the login window

Back to top
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3. Enter the user name and password (default user name is pakedge and password is pakedges) and then click
Login to login to the switch configuration window.

SX- 8P

pakedgecevice8.:07

pakedge

4. Go to System Settings and change the Subnet Mask to 255 255 0.0. Press the apply button.

Daut Rate TLJZ0U [ CIaracie’ STZe o] TS U STUR DTS L [ TTOW COTTIOT INOTTie

Name SX-8P DHCP Disable v
Management VLAN 1 IP Address 192.168.1.205
o
MAC Age 300 ubnet Mask 255.255.0.0
Login Timeout(min) 10 Gateway 192.168.1.99

Apply

a
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5. Goto Port = Port Settings—> MTU and change MTY to 10,000 (max)

Common Configuration Port Statistics Flow Control Broadcast Storm Link Aggregation Mirror EEE

MTU 10000 Byte (1518 - 10000, default 9000)

6. Go to TRAFIC— IGMP = IGMP Snooping and Enable IGMP Status, and Report Suppression. Press the Apply
button.

AN
7. Press the button with red pencil icon

1

(GMP Querier IGMP Statistics Multicast Property Multicast Group Multicast Router Port

IGMP Status Enable ¥

Version IGMPv2 ¥ Report Suppression Enable ¥

1 1 Enable Enable 2 125

[§]
o

Enable N

82 |
Back to top



<=L digileal e keyedftel.com
A

8. Enable State and Immediate Leave

IGMP Status Enable ¥ Version IGMPv2 ¥ Report Suppression Enable ¥

VLANID 1 State Enable ¥

Router Port Auto Learn Enable ¥ Immediate leave Enable ¥

[¥]

Query Robustness Query Interval 125

Query Max Response Interval 10

N

Last Member Query Counter Last Member Query Interval 1

Y
9. Go to TRAFIC = IPMC —IGMP Querier and press the button with red pencil icon

GMP Statistics Multicast Property Multicast Group Multicast Router Port

1 2§ Enable Enable IGMPv2 192.168.1.205 \

10. Enable State and choose IGMPv2 version. Click Apply button

IGMP Statistics Multicast Property Multicast Group Multicast Router Port

VLAN ID 1 State Enable ¥ Version IGMPv.

pel
¥}
«

(
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10. Go to TRAFIC— IPMC—>MULTICAST PORPERTY and set Unknown Multicast Action to Drop. Press Apply

IGMP Snooping BELYXeNIETd IGMP Statistics LY [M e aT ulticast Group Multicast Router Port

Unknown Multicast Action Drop v

1Pv4 DMAC-VID ¥
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IGMP Setup Guide: Titan Networx
1080p Systems (KD-1P1080, KD-1P120)

Before Titan Networx network switch is configured Key Digital KD-IP120/KD-IP1080 HDMI switch set must
be connected to all HDMI sources/displays/network switches, and configured using Key Digital KD-IP120
Key Digital Management Software latest version.
Power-up all the system components. Using Key Digital KD-IP120 Key Digital Management Software, switch
All Outputs -> Through at switching page.
IMPORTANT: Disconnect all the DHCP devices like routers, servers from the Linksys network switch.
Locate a pinhole “RESET” button at the front panel left bottom corner of your Titan Networx network
switch. Using a paper clip press and hold a reset button for more than 10 seconds and then release. Wait
while the device is restarted and ready to use (about 5min).
IMPORTANT: At this point all the displays should be displaying distorted randomly flashing video images.
Connect your PC to the Titan Networx network switch directly using a network cable.
If you have not done yet, configure your PC’s IP address to the same range as the switch (default
192.168.1.xxx).
Enter the switch’s IP address in your browser and press ENTER (check the user manual for a default IP
address — usually, it is: 192.168.1.30).
Enter user name and password (check the user manual for a default user name and password; it is usually
“admin” for both). Then click Log In.

Y ===
l [ Thss-2400F % ' [ ThSS-2400P xq ¥
« (=

L] 192.168.1.251
0 oapps G Google [ 192.168.1.250fcs525de  [f) TNSS-2400F »

¥

TIYARACTACRX

User Mame: | adrmin

Pasawor:

Login

10. Navigate to Administration -> System Configuration. Select IP Address box. IP address can be changed by

the administrator depending on the network configuration. If you are using multiple network switches it is
recommended to set first one to 192.168.1.251, second to 192.168.1.252, and so on (we will change an IP

8 |Page
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address to 192.168.1.251). Set Subnet Mask to 255.255.255.0, set Gateway to 192.168.1.1 (in this case),
make sure that Management VLAN is set to“1”, DHCP is set to ”"Disable” and click OK. Page will refresh with

the new IP address. If it is timed out than log in again using the new IP address.

11. Make sure your screen looks exactly like pictured below.

w [ THss-z400r

« C' [3192.168.1.251
2% apps G Google  [7 192.168.1.250[cs525d: [ TNSS-2400P  [7 ThNSS-2400P

=

\, HITANNETWORX

Extremely Connected..

x_, [ THss-z400r x% %

System Info System Time Reset Reboot Firmware Update

LoginAs admin - Access Mode: admin

b Administration

System Configuration

System Security

FITFYT) () () (21
OIS [SIAN[ESI[E] (A7) (56 2 5]

VLAN Management

PoE Management

Firmware Yersion WE0.0.0.3_en_TITO1 (2015-07-23 01:12:29 +0800)
Time Range Management
Hardware Version W10

Device Management

Help

oK

MAC Address CB3A-35E0-0040
e Management VLAK | 1 (14094
System MName THSS-2400P (1~31 characters)
Security
DHCP Digahle v
Smart Configuration IP Address 192 168.1.251
) Subnet Mask 255.266.255.0
Maintenance
Gateway 192.168.1.1
L Ihd MAC Age 300 {10~1000000%, when setta 0", MAC address will nat age ouf)
Note:lfyou are using a static IP, you must also config a gateway [P address in order to manage the device fram
Save Configurations different net segments. However if you are using a dynamic IP, there is no such need
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12. Click Save Configurations on the left bottom corner. New screen will appear. Click Save under Save Current
Settings, then OK and OK again.

all==] &=
’ [ THss-2400P ><_v [ Thss-2400P x4 ¥
« C [7192.168.1.251 7 =
% apps G Google  [f) 192.168.1.250/ecs525d= [ TNSS-2400P [T TMSS-2400P

\, IITANNETWORX

Extremely Connected..

Save Configurations LoginAs: admin - Aocess Mode: admin

Administration
Port Management
Click the "Save.." button to save your current settings 5o that they will not be [0st upon device e Help
VLAN Management restart
PoE Management
Click the "Backup..." button to save all current settings to your PC Backup...

Time Range Management

Device Management
Click"Browse" to locate and selectthe file saved previously on your local hard drive and then click "Restore..".
QoS
Choose File |Mofile chosen Restore ..
Security
Note: You should select"All files" fram the "Files oftype" drop-down list, otherwise you may notfind the file
Smart Configuration T
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13. Navigate to Device Management-> IGSP, Select IGMP Snooping tab. Set IGSP Status to Enable, set
Unknown Multicast Drop to Enable, set Multicast VLAN Status to Enable, set Multicast VLAN ID to “1”, and
leave all other settings as indicated below. Click OK, and OK again.

[ THss-2400P x4
[ C [7192.168.1.251 T =
=foapps 5 Google [ 192.168.1.250jes525d: [ TNSS-2400F  [7 TMSS-2400P

=

\; TITANNETWORX

Extremely Connected..

IGMP Snooping Fast Leave Login &s: admin  Acess Mode: admin

Administration
Port Management
Hel,
IGSP Status Enable v o
VLAN Management
Routing Part Age 105 {1~1000s) oK
PoE Management Group-gener_al Guery hax 10 {1~255)
Rezponse Time
Group-specific Query Max 3 {1~55)
Time Range Management Response Time
Host Port Age 260 (200~1000s)
F Device Management
Unknown Multicast Drop | Enable v
MAC
Multicast WLAN Status Enable v
STP . .
LLDP Multicast VAN 1D 1 . (1 .~4DQ4,the caorresponding WLAMN will
only take effect when it already exists)
IGSP
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14. Select Fast Leave tab. Click Config button.

[ Thss-2400P X
< C [1192.168.1.251 ¥ =
S oapps & Google  [7) 192.168.1.250fcs525de  [7) TMSS-2400P [ THSS-2400F
=
\, TITANNETWORX
Extremely Connected..
IGMP Snooping Fﬂst Leave Login As: admin - Aoess Mode: admin
Administration
Port Management
1 Enable 12 Enable Help
VLAN Management 2 Enable 14 Enahble
3 Enable 15 Enable Conlia
LD 4 Enable 16 Enahle
g Enahle 17 Enahle
Time Range Management
B Enahle 18 Enahle
} Device Management T Enahle 19 Enahle
a Enahle 20 Enable
MAC
STP 9 Enahble 1 Enable
LLDP 10 Enable 32 Enable
IGSP 11 Enahle 23 Enahble
SNMP - 12 Enable 24 Enahble -

15. Set Fast Leave to Enable, click Select All. Click OK, and OK again.

[ Thss-2400P x

« C [1192.168.1.251 T =
i apps G Google [ 192.168.1.250fcs525d= [T TNSS-2400P [Y THSS-2400F
=

\, TITANNETWORX

Extremely Connected..

IGMP Snooping Fast Leave Login As: admin  Aocess Mode: admin

Administration
Port Management
Fast Leave Enable v Help
VLAN Management
OK
PoE Management
Back

Time Range Management ..-. ---- -...
Ahah AaRhEE AEAaE AARAA

F Device Management

MAC Unzelect
STP

LLDP

IGSP

SNMP -
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16. Make sure all the ports are set to Enable.

[ Tnss-2400P

L C' [1192.168.1.251 T =
5 oapps G Google [ 192.168.1.250jcs525d= [ TMSS-2400P  [7 TMSS-2400P
=
TITANNETWOR)
\ A
Extremely Connected..
IGMP Snooping Fast Leave Login s admin  Aocess Mode: admin
Administration
Port Management
1 Enahle 13 Enahle Help
VLAN Management 2 Enahle 14 Enahle
2 Enable 15 Enable Eanhd
PoE Management 4 Enable 16 Enable
] Enahle 17 Enahle
Time Range Management
4 Enahle 18 Enahle
} Device Management T Enable 18 Enable
g Enable 20 Enable
MAC
STP 9 Enahle 21 Enahle
LLDP 10 Enahle 22 Enahle
IGSP 11 Enahle 23 Enahle
SNMP - 12 Enahle 24 Enahle -

17. IMPORTANT: At this point all the displays should be displaying stable running video from the selected
sources. If you do not have them displaying properly, than network switch is configured incorrectly.
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18. Click Save Configurations on the left bottom corner. New screen will appear. Click Save under Save Current
Settings, than OK and OK again.

= — | =] 25
« c ? =

11 192.168.1.251
= apps G Google  [7) 192.168.1.2500cs525d:  [7) THSS-2400F  [7] THSS-2400F

=

\, TITANNETWORX

Extremely Connected..

Save Configurations Login Ast admin - Aocess Mode: admin

Administration
Port Management
Click the "Save. " button to sawe your current settings so that they will not be lost upon device Save Help
VLAN Management restart
PoE Management
Click the "Backup..” button to sawve all current settings to vour PC Backup...

Time Range Management

Device Management

Click "Browse" 10 locate and selectthe file saved previously on your local hard drive and then click "Restore.."

QoS
Choose File | Mofile chosen Restore..
Security
Note: You should selact"All files” fram the "Files of type” drop-down list, otherwise you may not find the file
Smart Configuration e

19. IMPORTANT: Now you can connect back you DHCP equipment (routers, servers and so on).

20. Power down Titan Networx network switch and power it up back again. Wait for the whole system to start
and until you can see video on your displays.
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21. Log in to your Titan Networx network switch again and make sure that IGMP settings are intact:

= 9 0 s N ———
€ > C =

[1192.168.1.251
2% apps G Google  [7 192.166.1.250jcsS25d= [ THSS-2400F  [1 TMSS-2400P

-

\/ TITANNETWORX

Extremely Connected..

System Info System Time Reset Reboot Firmware Update LoginAs:admin - Access Mode: admin

» Administration

System Configuration
System Security

I ]
0 0 N T A TATE T

Port Management

VLAN Management
PoE Management
Firmware version  VB0.0.0.3_en_TITOT (2015-07-23 01:12:29 +0800) lick,
Time Range Management
Hardware Version V1.0 ok
Device Management MAC Address CB3A-35E0-0040
QoS ManagementWLAN 1 (1~4094)
System Name TNSS-2400F (1~31 charasters)
Security
DHCP Disable v
Smart Configuration IP Address 192.168.1.251
. Subnet Mask 255.255.255.0
Waintenance
Gateway 182.168.1.1
Logout MAC Age 300 (10~1000000s, when setto "0°, MAC address will not age out)
Mote:lfyou are using a stalic IP, you must also confly a gateway IP address In order to manage the device from
Save Configurations different net segrments. However if you are using a dynamic P, there is no such need.
[ THss-2400P X

i Apps G Google [ 192.168.1.250fcs525d: [ THSS-2400P  [M THSS-2400P

=

\., TITANNETWORX

Extremely Connected..

IGMP Snooping Fast Leave Login As: admin - Access Mode: admin

Administration

Port Management

IGSP Status Enable T et
VLAN Management
Routing Port Age 105 (1~10008) oK
PoE Management Groug-general Query Max [ [1~258)
Response Tirme
Group-specific Query Max 3 {1~55)
Time Range Management Response Time
Host Part Age 260 (200~1000s)
b Device Management
Unknown Multicast Orop | Enable T
MAC
Multicast WLAN Status Enable T
STP .
T WMulticast YLAK D 1 : {1 .~4094,the correspanding YLAM will
only take effectwhen it already exists)
IGSP

92| Page
Back to top



b M Thss-2400P X

« C' [4192.168.1.251 2 =
f apps G coogle [ 192.168.1.250fcss2sds [ TMsS-2400P  [f TMSS-2400P
=,
TITANNETWOR)
\ A
Extremely Connected..
IGMP Snooping Fﬂst Leave Login As: admin  Adess Mode: admin
Administration
Port Management
1 Enahle 13 Enahle Help
VLAN Management 2 Enahle 14 Enable
3 Enahble 15 Enaile LT
(2B L T 4 Enable 16 Enable
g Enahle 17 Enahle
Time Range Management
3} Enahle 18 Enahle
} Device Management 7 Enable 19 Enable
g Enahle 20 Enahle
MAC
stP 9 Enahle 21 Enahle
LLDP 10 Enahle 22 Enahle
1GSP " Enable 23 Enable
SNMP . 12 Enable 24 Enable .

22. Rescan your components with Key Digital KD-IP120 Key Digital Management Software and make sure HDMI
video switch is functional.
23. At this point your Titan Networx network switch is set and ready to use.
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Niveo NGSME24TH-AV
Network Setup Guide for KD-IP822, KD-IP922, KD-1P1022, KD-1P1080

1. Set up the computer to connect to the switch. The best method is to set a static IP address for the
computer’s ethernet adapter and directly wire into the switch. The Default IP address of this switch is
192.168.2.1

Internet Protocol Version 4 (TCP/IPwd) Properties *
General

‘fou can get IP settings assigned automatically if your netwark supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
|Jge the following IP address:

1P address: | 192168 . 2 . 254 |
Subnet mask: 255,255,255, 0

Default gateway: 192 .168 . 0 . 172

Obtain DMS server address automatically

(@) Use the following DNS server addresses:

Preferred DNS server: |192.168 . 0 . 24 |

Alternate DS server: | . . . |

[Jvalidate settings upon exit Advanced...

Cancel

2. Once wired in, connect to the network switch via web browser. When prompted, log in with the default
credentials.
a. The username and password are both “admin”.

Signin

http://192.168.2.1

You nnection to this site 1s not private
Username admin

Pazsword e
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3. After connecting to the switch, it is recommended to reset it to factory defaults.
a. The path for this is Maintenance -> Factory Defaults.
b. Note that resetting the switch to Factory Defaults does not change the IP settings of the switch.

= Port Group -
Filtering Factory Defaults
» MLD Snooping
»LLDP
= PoE
= MAC Table
» VLANS
» Private VLANS
»WVCL
: gl::)lge i Yes No
= Mimmoring
= UPnP
= sFlow
~ Monitor
» System
» Ports
» Security
» LACP
= Loop Protection
» Spanning Tree
» MVR
» IPMC
»LLDP
= PoE
= MAC Table
» VLANS
» VCL
= sFlow
» Diagnostics
~ Maintenance
= Restart Device
= Factory Defaults
» Software
» Configuration

Are you sure you want to reset the configuration to

Factory Defaults?
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4. After setting factory defaults, adjust the switch to use the desired subnet. In our case we use the IP address
192.168.1.251 — as this fits the default subnet of the KD-IP922 system. Ensure the DHCP client is disabled as
well. Set the Router IR address to that of the router in the network.

a. The path is: Configuration -> System -> IP

b. After making the adjustment, the switch will automatically move to the new IP address. The
computer may lose connection to the switch at this time. Adjusting the static IP to be in the new
subnet will allow for connection to be reestablished on the new IP address.

N E“S’;'E,;‘,[,"' " IP Configuration

= Information

«IP Configured Current
. :E_‘ll_fg DHCP Client Renew
= IP Address | 192.168.1.251 192.168.2.1
P-LDQ B IP Mask 265 2552550 26525862550

» Power Reduction

« Poris IP Router 192.168.11 0.0.0.0

» Security 1 1

» Aggregation DNS Server | 0000 0.0.0.0

= Loop Protection

» Spanning Tree IP DNS Proxy Configuration

* MVR
» IPMC [DNSProxy | ]

»LLDP
= PoE Save || Reset

5. By default, Jumbo frames are enabled on this network switch. Verify that the maximum frame size is 9600
(the maximum value for this switch)
a. The path is: Configuration -> Ports

= Configuration X .

» Sys?em Port Configuration

: Eg‘;’:' Bl 0N Port | Link [ Speed | Flow Control Maximum Excessive Power
BSeEiiy | Current [ Configured | Current Rx [ Current Tx | Configured | Frame Size | Collision Mode Control

» Aggregation i <> r 9600 <> v e v
= Loop Erotel:tinn 1 1Gfdx Auto A pld e a0l Discard Disabled v
i Trec 2 1Gfdx Auto v x X 2500 Discard ¥ | |Disabled v
} IPMC 3 1Gfdx Auto v pd bd 9600 Discard ¥ Disabled v
» LLDP 4 1Gfdx Auto v X e 9600 Discard | | Disabled v
: :&E: Table 5 1Gfdx Auta A p'd b4 9600 Discard * Disabled v
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6. Enable IGMP Snooping. Check “Snooping Enabled” and verify that “Fast Leave” is also enabled. Uncheck
“Unregister IPMCv4 Flooding enabled”
a. The path is: Configuration -> IPMC -> IGMP -> Basic Configuration

~ Configuration . . .
;| IGMP Snooping Configuration
» System  — |
'_' Eg‘::r N Global Corffiguratipn
» Security Snooping Enabled r
» Aggregation Unregistered IPMCv4 Flooding Enabl
= Loop Protection IGMP S3M Rangs 232.000.0 I8
¥ Spanning Tree Leave Proxy Enabled
Proxy Enabled
* IPMC _
e Port Related Configuration
_murﬂmn Port | Router Por‘ti Fast Leave || Throttling |
Configuration * o o v
T e 1 v unlimited v
» MLD Snooping 2 i unlimited
- ILJEEP 3 7 unlimited ¥
« MAC Table 4 v unlimited v
F VLANS 5 4 unlimited ¥
» Private VLANs [ 7 unlimited v
»VCL —
» Voice VLAN 7 < unlimited ¥

7. Create an IGMP VLAN. The ID should be set to 1. Force IGMPV2 compatibility for this VLAN. Ensure the
configuration is as below:
a. The path is: Configuration -> IPMC -> IGMP -> VLAN Configuration

T ation IGMP Snooping VLAN Configuration

» Power Reduction
= Ports Start from VLAN |1 with (20 entries per page.

» Securi
bAggreggation Delete | VLAN ID | Snooping Enabled | IGMP Querier [ Compatibility RV [ Ql(sec) [ QRI(0.1 sec) [ LLQI{0.1 sec) [ URI (sec)
= Loop Protection 1 v v Forced IGMPv2 2 125 100 10 1
» Spanning Tree 5
= MVR Add New IGMP VLAN
w |PMC
+ IGMP Snooping
Basic
Confiquration
= VLAN
Configuration
= Port Group
Filtering

Save || Reset

8. Reboot the network switch and verify that the settings are correct. The switch is now ready for the KD-IP922
system.
a. Thereis no need to save the running configuration of this network switch. The settings will persist
on system reboot.
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WiFi Router Setup

It is required to set your WiFi router to filter multicast (aka filter broadcast) to ensure that your router is not
overwhelmed by the data broadcast from Enterprise AV units on the network.

LGSSS2 52-Port Gigabk Man,. X 7 © Linksys Smart Wi-Fi

& C 192.168.1.1

LINKSYS™ Smart Wi-Fi

Security

Firewall Internet filters

VPN Passthrough

IPvE Port Services

*The following requirements must be met in order to support the live streaming feature of the Key Digital app
(1080p systems, KD-IP1080/KD-I1P120 only):
= Verified model = Cisco/Linksys EA6700 router
e Network switch must support IGMP v3 and configured to enable IGMP v3.
= Wifi Router
e Must be configured so that multicast filtering is enabled. See above example
e  Must support 50Mbps bandwidth per iOS that will be streaming video
= [|tisrecommended that only 1i0S be in the Live Stream page at a time
= jOS Device
e Best performance is with iPad4, iPad Air, iPad Mini. More powerful processing will always benefit.
e Should have Static IP with Router IP corresponding to master network switch
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